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RESEARCH AND ANALYSIS MATHEMATICAL MODEL
OF THE DEMODULATOR FOR ASSESSING THE INDICATORS
NOISE IMMUNITY TELECOMMUNICATION SYSTEMS

Abstract. The noise immunity indicators of the functioning telecommunication systems in the presence interference
sources are analyzed based on the architectural concept of the next and future networks. The object study is the optimal
demodulator signal receiver with matched filters. The relevance of this area research is shown. Based on a study algorithms
for the operation of a demodulator with matched filters, a new approach to constructing a mathematical model for assessing
the noise immunity characteristics receiving traffic messages is proposed. The developed mathematical model takes into
account the demodulator synthesis algorithm, effective modulation and coding methods in the detector receiver. The subject
of the research is a mathematical model for assessing the noise immunity indicators of the functioning multiservice
telecommunication networks. Based on a study of the reliability of the transmission traffic messages, a block diagram of an
optimal demodulator signal receiver with matched filters is proposed. The purpose of the research is to develop a new
approach to create a mathematical model for assessing the characteristics communication quality and noise immunity
telecommunication systems when receiving message traffic packets in a complex signal-noise environment. Based on a
mathematical model for assessing the noise immunity indicators of telecommunication systems, important analytical
expressions for further research were obtained. As a result of the research, the main conclusions of the study were obtained,
which can be implemented and used in multi-service fixed and mobile communication networks to calculate the noise immunity
indicators of public telecommunication systems. The rationale for the proposed main stages of the study is given, the results of
analytical research and simulation modeling are presented, confirming the validity of the theoretical conclusions made.
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Introduction

The rapid development of the NGN (Next
Generation Network) and FN (Future Network) concepts
based on modern end-to-end digital technologies requires
a global new approach for building multi-service
telecommunication networks with increased noise
immunity for transmitting streams of traffic packets [1-4].

Modern digital technologies to ensure the efficiency
and noise immunity of future generation networks include
ML (Machine Learning), SDN (Software Defined
Networking), NFV (Network Functions Virtualization),
IMS (Internet Protocol Multimedia Subsystem), artificial
intelligence, mobile LTE (Long Term Evolution), loT
(Internet of Think), 5G - NR (New Radio), cloud and edge
computing, and quantum technologies [2, 5, 6].

The noise immunity of the functioning of
multiservice telecommunication networks based on end-
to-end digital technologies under the influence multiple
sources interference requires new approaches and
mathematical models that make it possible to ensure high
reliability systems for transmitting, processing and
receiving traffic messages at the physical, channel and
network levels [7-9]. To build multi-service type
telecommunication systems with high noise immunity
when using frequency and energy resources operating
under the influence interference sources, the task
assessing communication quality parameters is great
importance. Taking this into account, the task
preliminary assessment of the noise immunity indicators
telecommunication communication systems under study
is relevant [2, 10-12].

It should be noted that the works [1, 3, 4] analyzed
methods for increasing the reliability message

transmission and channel resource management. In [5, 6,
7], the optimal reception discrete signals was studied and
the probability bit errors was determined. This idea is
developed in works [13-16]. However, insufficient
attention is paid to methods and algorithms for ensuring
communication quality and reliability of message
transmission in multiservice telecommunication systems.

This paper examines the solution to the problem
formulated above - research and analysis of a
mathematical model of a demodulator to assess the noise
immunity indicators telecommunication systems when
receiving traffic packet messages.

General statement of the research problem

It is worth noting that issues of ensuring noise
immunity have always been important for fixed and
wireless communication networks when transmitting
heterogeneous traffic messages. However, these issues
have become especially acute for operators and
manufacturers telecommunication systems with the
advent of the ability to transmit voice, data and video
traffic over high-speed communication channels.

Telecommunication systems use various reception
methods, physical transmission media, switching
systems, and control systems. Factors and sources
interference that affect the quality of data, voice and
video transmission are specific to each of the
multiservice networks. Therefore, new approaches to
constructing a mathematical model of a demodulator are
needed to assess the noise immunity indicators of
receiving message packets, taking into account the
features of the digital method transmitting, processing
and receiving discrete signals in telecommunication
systems. This means that in telecommunications systems
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it is necessary to implement a unified mechanism for
ensuring noise immunity for the reception of traffic
messages, designed for use in different types of
demodulators.

One of the main problems for determining optimal
algorithms  for processing traffic messages in
telecommunication systems is that the information
required for routing about the quality of transmission of
traffic messages in various directions is incomplete or
inaccurate. This circumstance significantly complicates
the assessment of the noise immunity parameters of
transmission  systems, and sometimes makes it
impossible to use the existing algorithms for meeting the
specified QoS (Quality of Service) and QoE (Quality of
Experience) requirements in various telecommunication
networks. Therefore, it is necessary to study the issues
ensuring the quality of transmission and reception digital
signals in multiservice telecommunication networks,
which are a symbiosis PSTN, NGN and FN networks.

Based on a study of a multiservice
telecommunications  transmission  network, traffic
messages are presented in the form of a loaded graph:

Q=G(V,E), (uv)eE, 1)

where V —is the set of graph vertices that correspond to
network nodes such as routers, switches, gateways and
terminal equipment; E- many loaded edges,
telecommunication network links and communication
channels.

From (1) it is clear that each edge has a load measured
by a certain level of noise immunity and QoS metric:

ﬂ:: f(Q, leZZv'-'vanCan): (2)

In expression (2) is a function of the set of network
indicators (z1,7,...,z,) of the noise immunity of the

telecommunications network, the cost of the
communication channel Cs, and the parameter for
assessing the quality of transmission and reception of
traffic messages Q .

In this case, we assume that each vertex also has a
state that can be determined independently or included in
the state of incident network edges.

Thus, based on the new approach (1) and (2), the
problems of assessing the noise immunity of the system
and ensuring the quality of transmission and reception in
telecommunication systems have been identified:

- lack of an adequate mathematical model of the
demodulator for assessing the quality of transmission and
reception of traffic messages;

- lack end-to-end mechanisms to ensure the
reliability message transmission in telecommunication
systems, as well as inaccuracy information about the
network characteristics of demodulators.

Taking into account the above, to synthesize the
operation of the demodulator and evaluate the noise
immunity indicators of reception in telecommunication
systems when transmitting messages, one should take
into account the probability of a bit error Pger (BER, Bit
error rate), the impact of the interference source Nj(t),

the bit rate of the demodulator receiver V,, and the signal-

to-noise ratio ( Signal-to-Noize Rate) taking into account
the energy of the bit signal E,, and the spectral power

density of the interference Ng.

Based on the composite indicators noise immunity
receiving traffic messages at time tin the demodulator,
the communication quality of the receiver is functionally
described by the following relationship [2, 11]:

Q(t,kn) =W{min[SNR(Ey, No), N, (1), Peer 1}, (3)

where k, is the transmission coefficient of communication
channels. Expressions (3) describe the essence of the new
approach under consideration, taking into account
complex indicators of communication quality, on the
basis of which a mathematical model of a demodulator is
proposed for assessing the noise immunity parameters
receiving traffic messages.

Taking into account existing problems, the general
task of research and development methods for ensuring
the quality of communication and the reliability of the
transmission of traffic messages in telecommunication
networks has been determined with inaccurate
information about network characteristics.

Operating diagram of the demodulator under
study with a matched filter

Based on the study [6, 7, 17-25], it was established that
the demodulator with a matched filter under consideration is
a complex communication system, including many
different components of the paths of the systems for
transmitting, processing and receiving traffic messages.

These compositions provide efficient traffic
transmission and noise-resistant reception of digital
signals [8, 9] with the required level quality of service QoS
and QoE. Based on the study [6, 7], it was established that
the demodulator with a matched filter under consideration
is a complex communication system, including many
different components of the paths of the systems for
transmitting, processing and receiving traffic messages.
These compositions provide efficient traffic transmission
and noise-resistant reception digital signals [8, 9] with the
required level of quality of service QoS and QoE.

Taking into account the formulation of the problem,
Fig. 1 shows a generalized structural and functional
diagram signal receivers with a random initial phase with
a matched filter.

S out(t)
I\«IFI( -
Ky (& itis B
Communication [S(t.by) é::}e)]cltofe P(bil9 t;:rg H,
Channel S P DD LPF 7 Wﬁr
MF2 D
T Np(t) i ) ™

Fig. 1. Block diagram of demodulator signal receivers with a random initial phase: Sources of Interference (SI),
Amplitude Detector (AD), Decoding Devices (DD), Low Pass Filter (LPF), Decisive Devices (DeDe), Matched Filters (MF)
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The block diagram of the demodulator consists of
three important functional blocks that provide the level of
noise immunity signal receivers of telecommunication
systems [2, 10]: matched filters (MF1 and MF2), Sou(t);
amplitude detector (Amplitude Detector, AD), Sap(t);
decisive  devices  (Decisive  Devices, DeDe),
U(t) >{Hg.Hy}. Thus, with the help of the above

nodes, the problem of incoherent optimal reception of
digital signals is solved. In addition, from Fig. 1 it is clear
that the proposed demodulator circuit consists of:

- a decoding device (DD) for performing decoding
processes using various types of correction code;

- a low-pass filter (LPF) block that cuts off high-
frequency components, an electronic switch that closes at
time t=Tg ;

- DeDe solvers, which at the output circuit make a
decision in favor of the hypothesis Hy and H; .

In this scheme, when receiving a message, we
assume that in the useful signal u(t,b;) some parameter

bj,1<i<n carries signals.
When digital signals of the binary type are

transmitted, the problem is formulated as follows: let’s
say one of the signals ug(t) and uy(t) uy(t) arrives at

the input of the demodulator, so that the input signal has
the form [11]:

S(t,by) =by -ug(t) + A—D;) - uy (t) + N, (1), 0<t<Ts . (4)

Expressions (4) allow you to analyze the
implementation binary signals in the time interval [0, Ts]
in an optimal way [21], in the sense of reliably making
decisions in favor of receiving ug(t) or uy(t), which

distinguishes binary signals and estimates signal
parameters (b; takes the values, by =0 and b, =1).

Thus, this scheme is an integral part of the task
associated with the quality of reception and processing
binary signals in a message transmission system, which
helps improve the reliability of the transmission traffic
messages.

Demodulator studies using a matched filter

Now let's look at the problems of synthesizing a
demodulator using a matched filter. To solve this problem,
we choose u(t, bj) as a useful input signal as a single
rectangular pulse with duration Ts and amplitude Up:

{Um ,0<t<Tg }
u(t,by) = .

5
0, t<0,t>Tg ®)

Based on expression (5), we obtain the spectral
density of the useful signal, which is expressed as follows
[11, 15]:

Ts U
S(jo) =Up, [ exp(-jot)dt =g L-exp(-jeTs) ()
0
Formulas (5) and (6) determine the required type of

complex transmission coefficient of the matched filter,
when using the expression:

K (@) =¢S™ (jo)-exp(-jaTs) ()

where S*(jw)—is the complex conjugate spectrum of

the useful signal.

The last expression (6) and (7) is the receiver and
detector, helping to ensure optimal signal reception in the
demodulator, which allows us to estimate the ratio
SNR(Ey, Ng) and is calculated as follows:

SNR(Ep, Ng) = S&y (Ts )/GSZI 21, (8)

where Sgut (Tg) — is the power of the useful signal at the
output of the matched filter in the demodulator at time Tg
and is expressed as follows:

$2,(Ts) =¢ [ S2(t)dt=cEy, ©)

—00

In formula (8), the parameter o-§| is the interference
power and is determined by its dispersion and is equal to:

2 1 2 Ng 7 2 No 2
O =—-C - — Sa) da)=—E -CT, 10
S =5 2_{O|()| 5 Ep e’ (10)

Thus, the resulting expressions (9) and (10)
completely coincide with SNR(Ey,Ny) for optimal

reception of the demodulation receiver - detector.

In this case, the filtering processes again do not
depend on the shape of the signal under study, which
characterizes examples of the synthesis matched filters in
the demodulator.

Research and assessment
of the probability reception error

Conducted research shows [6, 10] that the quality of
convergent networks and the reliability of its operation in
telecommunication systems largely depends on the speed
transmission traffic messages over communication channels,
signal-code design and effective modulation methods.

In the general case, the choice of a signal-code
structure for an error-resistant code in convergent
communication networks is carried out based on
dependencies that connect the probabilistic indicators of
the quality of message transmission traffic packets with
the parameters of the signal transmission channel and the
correcting parameters of the error-resistant code.

This class of noise-resistant codes in a discrete
message transmission system includes such block noise-
resistant codes as Hamming codes, Reed-Solomon codes,
Reed-Miller codes, Bose-Chowdhury-Hocquengham
codes [1, 12, 14, 15]. When using block noise-resistant
codes for the binomial model of a discrete transmission
channel for traffic messages, the probability of erroneous
reception of a code word for a group noise-resistant
N ={n,k,d, r} code with error correction can be limited

from above by the inequality:

n
Paer < D, Nj-R(bj/A), j=1n,
j=6+1

(1)

where n— is the bit length of the code word; & — the
multiplicity of errors in the code word corrected by the

22



ISSN 2522-9052

CyuacHi inpopmariiai cucremu. 2024. T. 8, Ne 4

noise-resistant (n,k,d,r) code under consideration, d —
the minimum code distance, k- information code
element, r—the number of check code elements; nj-

number of code words of weight j ; PP is the probability
that a decision is made in favor of a bj codeword of

weight j whenazero Ay, j=1,_n, was transmitted.

From formula (11) it follows that the probabilities
P (b J-/AO) included in inequality (5) are calculated for a

given probability of erroneous reception of a codeword
symbol in a communication channel pg, j =1n.

It should be noted that the pg value in most cases is
determined for a model of a traffic message transmission

channel with additive white Gaussian noise, which allows
the use of analytical expressions relating the pg value to

the signal-to-noise ratio in the communication channel:
Po =#(Ep.n,d,5,Ng. k) = #[SNR(Ep.Ng )], (12)

The multiplicity corrected errors & is related to the
total number symbols n and the number information
symbols in the codeword, taking into account the well-
known Reed-Solomon boundary [9, 15]:

) _
> Crr <@, j=1n, (13)
j=1

Based on (13) for a non-redundant code that does
not have correction capabilities, n=k and 6=0. In
addition, if the noise-resistant (n,k,d,r)— code defined

by the Reed-Solomon boundary (6) exists, then it is
guaranteed to provide the specified multiplicity of
corrected or detected errors.

In order to estimate the probability of a bit error, a
modulation scheme such as M-PSK (M-ary Phase Shift
Keying) and the Reed—-Solomon code were used.

Let us assume that on the transmitting side the signal
is generated using an effective modulation method such
as M-PSK (M-number modulation levels). In this case,
the probability of correctly detecting one subcarrier for
M-PSK is expressed as follows:

Q(Ep, M) =1-Pger[SNR(E,,Ng,M)].  (14)

Using the parameters of the modulation processes,
on the basis (14) to move to BER, we transform
expression (8) to the following form:

SNR(Ey,Ng,M) = (Ep / Ng)-fogoM , (15)

Based on expressions (11), (13), (14) and (15), the
formula for the probability bit errors in receiving traffic
messages from at least one of the subcarriers will take the
following form [1, 9, 10]:

PBER = 1— 2_m2+1 . (271')_m/2 X

w|  l+erf (u/\/E)mfl ) (16)
| I 2 du| |
w [—(u—M~[ogzM) /2J

xXe

where @(u) and erf (u) — is the integral of probabilities
and is expressed as follows [10, 14]:

u/2
D(u)=2/x) | exp(-y*)dy=erf (u/2).
0

Expression (16) is one the important indicators
reception noise immunity when using SNR(Ey, Ny, M)

and signal-code structures of the signal used, which allow
assessing the reliability of the transmission of traffic
messages in the telecommunications system.

Results analysis of numerical calculations and
experimental research

Based on the results obtained, the performance of a
signal receiver in a demodulator in a message transmission
system was modeled using the Communications Toolbox
extension package - an extension of the standard Matlab
environment designed for calculating and modeling
multiservice communication networks [4].

Here, one of the important modules of this package
is the graphical environment BERTool, which serves to
plot the dependence of the BER coefficient on
SNR(Ey,k,). In this case, based on the BERTool

environment, the numerical values noise immunity of the
demodulator were calculated and a graphical dependence
Pser = FIn, SNR(Ey, k;,),V, 1 was built using bit rates and

parameters of the Reed-Solomon code using the theoretical
calculation method. The essence of using this calculation
method is that the analyzed graphical dependence is
constructed using analytical formulas [4, 10].

As a result, the following numerical values are
obtained:

SNR(Ey, k) =[2,...,24]dB, V, < (15,...,35) Mbps ,
modulation scheme 2-PSK, Reed-Solomon encoding
N=32,d=4,k=1..,24, R, =3/4,n=4,..128.
In Fig. 2 graphs of the error probability per bit are
shown, obtained as a result of simulation in the BERT ool

environment using M-PSK modulation modes and Reed-
Solomon GF(N,k,d) coding,

Peer =W[Vy, SNR(Ey kp),n, Ry ].

Poer

10
10 2
10 3
104

10 5

108

1078 0 T 2 13 1 B 1% 7 W@ 18 B A 2 B
—— > SNR(E,.k). dB

Fig. 2. Graphical dependence of the bit error probability
on the signal-to-noise ratio at a given bit rate

23



Advanced Information Systems. 2024. Vol. 8, No. 4

ISSN 2522-9052

Analysis of the graphical dependence (Fig. 2.)
shows that an increase in SNR(E,, k,) leads to a

minimization of the probability Pger that meets the
requirements of communication quality and the level of
noise immunity of the signal receiver in the demodulator.
Its noticeable change begins with the values

SNR(Ey, ky) > (14,...,18) dB
at a given bit rate V}, = 25 Mbps.
In addition, the graphical dependencies shown in
Fig. 2 clearly demonstrate an improvement in the level of

bit error probability with increasing modulation M > 2
and coding coefficient R, =3/4..

Conclusions

As a result of a study of the noise immunity
multiservice telecommunication systems, a new approach
to constructing a mathematical model for assessing the
reliability of the transmission traffic messages under the
influence various sources interference was proposed.

The proposed model takes into account the energy
performance of the demodulator signal receiver, the type
modulation keying, the coding ratio and bit rates in
telecommunication systems.

The analysis allows us to find the required signal-
to-noise ratio in communication systems with matched
filters depending on the specified bit error probability. In
order to analyze the mathematical model, a numerical
analysis was carried out, a graphical dependence was
constructed Pggg = F[n,SNR(Ey . k,), Vp] and it has

been established that due to an increase in the signal-to-
noise ratio in telecommunications systems, the
probability of bit errors decreases for a given energy
efficiency and modulation rate of the system.

Based on a study of the model for receiving traffic
messages, the results obtained allow us to estimate the
probabilities bit errors taking into account the signal-to-
interference ratio, modulation scheme and coding speed
multiservice telecommunication systems when providing

multimedia services.
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JociiTzkeHHs Ta aHATI3 MAaTeMAaTHYHOT MO 1eMOAYIATOpa
JJIS OLiHKM NMOKA3HUKIB 3aBaJ0CcTiliKOCTI TeJlexoMyHikamiiiHUX cucTeM

b.T'. I6parimos, E. I'. Tammumos, T. Icmainos

AHoTanis. [IpoaHasizoBaHO MOKa3HUKH 3aBaI0CTIHKOCTI (QYHKI[IOHYFOUMX TEIEKOMYHIKAIIHAX CHCTEM 3a HasBHOCTI DKepel
3aBaJl HA OCHOBI apXITEKTYPHOI KOHIIENI|i MalOyTHIX i mepcreKTHBHUX Mepex. O0'€KTOM NOCTiMKeHHsI € ONTHMAIBHUN MpUAMaY
CHTHAJTY IEMOJYJIITOPA 3 Y3TOLKEHUMH (BibTpami. [1oka3aHo aKTya bHICTh TOCTIZKeHHSI [[,OTO HanpsMKY. Ha 0CHOBI JoCiDKEHHS
ITOPUTMIB POOOTH JIEMOYJIIATOPA 3 Y3TOMKEHUMH (PLTBTPaMHU 3aIpOIIOHOBAHO HOBHH MIX1J 10 TOOYIOBH MaTEMaTHIHOT MO JUTst
OIIIHKM XapaKTEePUCTHK 3aBaJIOCTIHKOCTI MpUIHOMY TOBIiZOMIICHb Tpadiky. Po3pobieHa maTemMaTHdHa MOJENb BPAaXOBYE aJTOPHTM
CHHTE3Y JIeMOJIYJIATOpa, epeKTHBHI METO/IH MOAYJISLI Ta KOyBaHHs B IpuiiMadi feTexropa. [lpeaMeTom 1ocliKeH s € MaTeMaTHYHA
MOJIeNb U OLIHKM IMOKA3HUKIB 3aBaf03aXMILEHOCTI (yHKIIOHYIOUMX MYJbTHUCEPBICHHX TENEKOMYHIKaliiHuX Mepex. Ha ocHOBI
JOCII/DKeHHs HaJiiiHOCTI mepenadi TpaiKy IOBIZOMIEHb 3alPONOHOBAHO CTPYKTYPHY CXEMy ONTHMAIBHOTO NpHiiMaya CHUrHAIY
JEMOYJIATOPA 3 Y3ro[PKeHUMH (inbTpamu. MeToro AocizKeHHsI € po3poOka HOBOTO MiXOY IO CTBOPSHHS MaTeMaTHIHOI MO JIst
OLIHKH XapaKTePUCTHUK SIKOCTI 3B’3Ky Ta 3aBaJI0CTIKOCTI TENEKOMYHIKAIIITHUX CUCTEM TP NPUHOMI MakeTiB TpadiKy HOBIIOMICHb y
CKJIQJHOMY CHTHAJIBHO-IIIyMOBOMY cepeloBHINi. Ha OCHOBI MaTeMaTWYHOi MOZENI OIHKH TIOKa3HUKIB 3aBaJI03aXHIIIEHOCTI
TENCKOMYHIKAIIHIX CHCTEM OTPHMaHO BAKIIMBI aHAJITHYHI BHPa3d Ui TONAJBIINX JOCTKEHb. B pe3yjabTati mpoBemeHHX
JOCTizKeHb OTPHMAHO OCHOBHI BUCHOBKH JIOCII/DKEHHS, SIKI MOXKYTb OyTH peajli3oBaHi Ta BUKOPHCTaHI B MYJIBTHCEPBICHAX Mepeskax
(ikCOBaHOTO Ta MOOUIBHOTO 3B’S3KYy U PO3PaxyHKY IOKA3HUKIB 3aBAaIOCTIMKOCTI TENCKOMYHIKAMIIHUX CHUCTEM 3araJbHOro
KOpHCTyBaHHs. JIaHO OOIpYHTYBaHHS 3alIPOIIOHOBAHUX OCHOBHHX €TalliB JIOCII [PKEHHS, HABEZICHO Pe3YJIbTAaTH aHATITHYHUX JIOCIIKEHb
Ta iMiTaL[iHOrO MOZIEITIOBAHHSL, 1110 ITiATBEP/DKYIOTH OOIPYHTOBAHICT 3pOOJICHUX TEOPESTHIHUX BUCHOBKIB.

KawuoBi caoBa: HMOBIpHICTH OIiTOBOT NMOMWIKH; IEMOIYJSITOP; TMEPEIIKOJOCTIHKICTh; HEHABMHUCHA IEPEIIKOAA;
BiJTHOIIICHHS CHTHAJI/IIYM; MOJIeM; 0iTOBa IIBUIKICTh; [PKEPENIO MMEPEIIKO/I.
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