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ROBUST TELECOMMUNICATION CHANNEL
WITH PARAMETERS CHANGING ON A FRAME-BY-FRAME BASIS

Abstract. An approach is proposed to design of a robust data transfer channel for telecommunication networks that is
based on the desired bits spectrum spreading and their additional scrambling by using two pseudo noise coding sequences
derived from primitive polynomials of eighth and fifteenth degrees. Further information protection is offered to be achieved
by deploying four 32768 chip-long pseudo noise coding sequences, instead of one, with 128 cyclic shifts each. It is proven
that selection of a scrambling sequence and its cyclic shift according to a secret algorithm on a frame-by-frame basis helps
substantially improve performance of the telecommunication channel in terms of protection against interception while
preserving its useful properties. Research results permit to claim that the designed telecommunication channel could be
used in noise immune and concealed telecommunication networks.
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Introduction

Problem statement. Telecommunication networks
have always been a prime target for those rogue elements
who want to prevent information transfer, intercept
messages or even take control over the channel by sending
spurious information instead of the legitimate one. The
latter is especially widespread when it comes to control
over unmanned aerial vehicles or drones. In general, it is
widely accepted that susceptibility of the wireless networks
is much higher than that of any other. That is why
enhancing noise immunity, concealment properties as well
as improving resistance to deciphering of the
telecommunication channels sending data over air interface
play a major role in their practical implementations.

Deployment of the wideband signals is one of the
most effective ways of improving the features of
telecommunication channel mentioned above. Formation
of the wideband signals in telecommunications is often
achieved with the help of different spreading techniques,
which are usually performed by using spreading coding
sequences.

According to this approach, every bit of information
in telecommunication channel is processed by the
spreading coding sequence, which consists of a certain
number of chips. The bigger the number of chips, the
better noise immunity, transmission concealment and
resistance to deciphering the channel possess. Besides, it
is a common practice to transmit data in
telecommunication channels frame-by-frame, which
creates a precondition to use a second coding sequence
that not only marks the limits of the frame, but also
performs additional scrambling of the data. This
additional scrambling gives an extra layer of protection to
the data being transmitted.

Auto- and inter- correlation parameters of the
spreading coding sequences are a key to their practical
utilization. It is well-known that very good correlation
properties can be found in pseudo noise coding sequences
that are derived from the primitive polynomials of the

certain degree. These coding sequences have proved their
effectiveness in the third generation mobile networks [1],
[2]. But in those networks the pseudo noise coding
sequences are used only to organize multiple access to the
system for many subscribers both within one cell and
between cells. At the same time, utilization of the pseudo
noise coding sequences to enhance noise immunity,
concealment properties and improving resistance to
deciphering have received insufficient attention in
research.

Additionally, deployment of the two, even with the
best properties, pseudo noise coding sequences with
account of the current level of cyber rogue element’s
equipment is not near enough. That is why, this paper
proposes to change the parameters of the pseudo noise
spreading sequences on a frame-by-frame basis, namely
using four (or even more) spreading sequences instead of
the one marking the frame size, with each of them
undergoing many cyclic shifts.

Thus, study of the practical realization of the noise
immune, concealed, resistant to  deciphering
telecommunication channels with utilization of the
pseudo noise coding sequences derived from primitive
polynomials with different cyclic shifts and frame-by
frame-parameters hopping is important and some extra
research is needed in this direction.

Recent literature review. Ultilization of pseudo
noise coding sequences in third generation mobile
networks is reasonably well-treated in [1] and [2]. In [1],
an area of application of these coding sequences is
outlined, as well as certain their examples are provided,
although it is done with particular stress on multiple
access to the network. In addition, correlation properties
are considered in respect to subscriber separation while
noise immunity and transmission concealment are not
entertained. In [2], it is paid a big attention to the practical
component of pseudo noise coding sequences
deployment and, besides, it presents a lot of explanations
concerning theory and practice of how to generate these
sequences, including those with different cyclic shifts
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using primitive polynomials. That is being said, this work
focuses totally on the pseudo noise coding sequences that
are used in CDMA2000 technology, while others are
treated superficially.

The authors in [3] try to present full and, yet,
detailed account of the spectrum spreading coding
sequences that, according to their parameters, can be used
in telecommunication networks. Unfortunately, study of
performance of certain spreading sequences in a practical
implementation of the telecommunication channel is not
done properly. Although this source outlines ways of
forming pseudo noise coding sequences and the
advantages that they bring, it serves as more of a
theoretical effort and does not support the information
with, for example, computer simulation.

An approach to practical use of pseudo noise coding
sequences for design of control channels for unmanned
aerial vehicles is studied in [4]. But it lacks an analysis of
the channel’s noise immunity while the cyclic shifts
option is not addressed, which could enhance both this
parameter and the transmission concealment in the
telecommunication control channel.

There are good reviews of the technologies that are
used in wireless telecommunication networks in [5] and
[6]. Nevertheless, these sources claim that pseudo noise
coding sequences are only one of the technologies
amongst many and, as a result, practical verification of
the coding sequences parameters is not done. With
account of the deficiencies in the reviewed known
literature, the purpose of this article is to study practical
implementation of the noise immune telecommunication
channels based on pseudo noise coding sequences as used
on frame-by-frame basis with different cyclic shifts.

Main material

Design of the code and chip structure of the
telecommunication channel. As mentioned above,
information transmission in a telecommunication
channel is performed by frames. Frame size is
determined by the channel type, the area of its use and
required data rates. In wideband applications, each
transmitted bit is spectrally spread by the short pseudo
noise coding sequence. In this case, spreading factor is
determined on the one hand by required date rate, on the
other — available frequency band.

Let us assume that required data rate in the
telecommunication channel is 20 Kbit/sec, while
available frequency band is 5 MHz. Thus, a possible
spreading factor equals 256 units and, in this way, short
pseudo noise coding sequence, which spreads bits, must
comprise 256 chips.

According to the recent developments in the field,
network developers are trying to use shorter frames
because it simplifies retransmission techniques,
deployed when there are too many errors. Let us assume
that the frame is composed of 128 bits, and, then, it

includes 32768 chips, as does the long pseudo noise
coding sequence determining frame size.

For the reasons given above, chip and frame
structure, as well as algorithm of the telecommunication
channel design, look as follows:

e Each frame with duration of 32768 chips
contains 128 bits of data, every one of them comprising
256 chips;

First pseudo noise coding sequence is formed that
includes 256 chips and matches the duration of one bit;

* Second pseudo noise coding sequence is
formed that includes 32768 chips and determines frame
duration;

» All bits except for the first one are spread by
short coding sequence with 256 chips;

» First bit always assumes value unity and is not
spread by the short pseudo noise coding sequence with
256 chips, but is, rather, used for frame synchronization;

e All frame’s bits are processed by the long
coding sequences with duration 32768 chips;

* Frame synchronization is performed using first
256 chips of the long coding sequence with 32768
chips.

Let us not forget that we need at least four long
pseudo noise coding sequences and they are used with
different cyclic shifts. Hence, it is important to study
how to generate them and check their auto- and inter
correlation properties.

Synthesis of the long pseudo noise coding
sequences and assessment of their properties. Good
performance of the telecommunication channel can be
secured only using coding sequences with required
correlation properties. To obtain good auto- and inter
correlation properties, it is highly recommended to
utilize primitive polynomials of a certain degree.

Primitive polynomials of the required degree can be
found in [2], as well as in many other places. We are
interested in the primitive polynomials of the fifteenth
degree. According to [2], there are 1800 of them available,
but for the purpose of this article we need just four. These

I L

polynomial F(x)=1+ X +x
can be also deduced by polynomial division. Four
primitive polynomials of the fifteenth degree that can be
used to generate pseudo noise coding sequences
comprising 32768 chips and selected by the authors are
as follows:

7 8 9 13 15

F(x)=1+x5+x +x"+x7+x 7 +x 7,

F(x)=1+x2+x6+x7+x8+x10+x15;

F(x)=1+x3+x4+x5+x9+x10+x“ +x12+x15;

2 6 7

+Xx +Xx +)C]1 +x15.

Fx)=1+x+x

Pseudo noise coding sequence derived from (1)

can be synthesized using 15 element shift register
presented in Fig. 1.

Fig. 1. Block diagram of pseudo noise coding sequence generator with 32768 chips from the primitive polynomial
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In this picture, at the output of the fifth, seventh,
eighth, ninth and thirteenth elements, the modulo 2
addition is performed. In principle, the diagram in Fig.1
is able to generate only 32767 chips because 15 zeros
cannot exist in it. Therefore, one additional “0” is
inserted to the run of 14 zeros without shifting the data
along the register [2]. If initial loading vector is all zeros
but last, then the fourteen zeros are the last ones in the
sequence and the additional zero is added as number
32768. Similar diagrams can be drawn for other
polynomials; they differ only in the way where the
modulo 2 addition is performed. The similarity is

important because we can easily switch from one
sequence to another, out of three left, using just one
device with almost no equipment cost.

As mentioned above, each sequence of 32768
chips undergoes cyclic shifts with the step equaling any
number of chips in the expression n*256, where n
assumes integer values from 1 to 127.

To quickly perform the shifts, one can use 15 bit
masks and those 15 bit long words should equal 127,
which corresponds to the number of cyclic shifts. To
perform this task, block diagram in Fig. 1 can be
modified as is shown in Fig. 2.

DI D D IIPD D

15 Bit mask

l

Pseudo noise coding sequence with the cyclic shift determined by the

mask

Fig. 2. Block diagram of pseudo noise coding sequence generator with 32768 chips and cyclic shifts determined by the mask

In Fig. 2, each of the fifteen bits of the certain
cyclic shift mask is processed by logical “&” with the
binary signal of the corresponding element of the shift
register. After that, output sequence with the shift,
corresponding to the mask, is formed by modulo 2
addition of all the signals from logical elements
performing logical “&”.

Thus, the block diagram in Fig. 2 can easily switch
from generating one sequence to another of the four
pseudo noise coding sequences with 127 possible cyclic
shifts each, on a frame-by-frame basis. This hopping
can be performed according to a secret algorithm, while
there are 512 possible options available to choose from.

Before proceeding to studying performance of the
designed channel, it is important to assess the
correlation properties of the pseudo noise coding
sequences presented above.

Fig.3 illustrates autocorrelation properties of the
first out of the four pseudo noise coding sequences
comprising 32767 chips, which is without adding an
extra chip and is generated according to (1).
Autocorrelation functions for the second, third and
fourth sequences are the same, as the one in Fig. 3.

It is evident from the figures that the polynomials
used to derive the sequences are truly primitive, because
once a single shift occurs, the correlation function
assumes -1 value and it stays this way for the whole
duration of the sequence. When there is no shift, the
correlation function value is that of the number of chips
in the sequences — 32767 (the figure does not reflect this
because it is focused on verifying the -1 value).

It is interesting to see what happens to the
autocorrelation functions when an extra chip is added to
obtain the sequences with 32768 chips. The
autocorrelation function for the pseudo noise coding
sequence with an extra chip is presented in Fig.4.
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Fig. 3. Autocorrelation function for the first
pseudo noise coding sequence with 32767 chips
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Fig. 4. Autocorrelation function for the first
pseudo noise coding sequence with 32768 chips

As evidenced by the data in Fig. 4, an extra chip
degrades the autocorrelation properties, but still they
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remain very good. Autocorrelation functions for the
second, third and fourth sequences with 32768 chips are
the same, at least when it comes to signal levels, as that
in Fig. 4. To assess the behavior of the correlation
function in Fig. 4, 5 presents the same graph but on is
bigger scale, just 1000 first chips. It is clear from this
figure that, although the upper and low bounds stay the
same, the function assumes three different values
determined by the coding sequence structure.

Data in Fig. 3 and 4 illustrate correlation functions
when the integration is carried out on the whole length
of the sequence. In real installations, the integration is
performed on a limited plot, and it obviously degrades
the performance.

In the synthesized telecommunication channel, the
sequence segment allocated for the integration is the
first 256 chip section of any of the four 32768 chip long
sequences with appropriate cyclic shift.

Ak Tatin i
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tion for the first pseudo noise coding seq with 32768 chips on 1000 chips
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Autocorrelation function peak with
the magnitude
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Autocorrelation function level betwaen 2 and -4
when any chip shift exists
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Fig. 5. Autocorrelation function for the first pseudo noise
coding sequence with 32768 chips on the first 1000 chips

To study the correlational properties in this case of
the limited integration segment, Fig. 6-10 show
correlation  function of the selected frame
synchronization segment, or window function, and the
four pseudo noise sequences of 32768 chip long.

Correlation function of the first 32768 chip sequence and the chosen 256 chip window
T T T T T

Frame sync signal N

30 I I I I I

15 2 25 3

Nurmber of chips <ot

Fig. 6. Correlation function for the first pseudo noise coding
sequence with 32768 chips and the chosen window function
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Fig. 7. Correlation function for the first pseudo noise coding
sequence with 32768 chips and the chosen window
function on the first 1000 chips

Correlation function of the second 32768 chip sequence and the chosen 256 chip window
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Fig. 8. Correlation function for the second pseudo noise
coding sequence with 32768 chips and the chosen
window function

Correlation function of the third 32768 chip sequence and the chosen 256 chip window
T T T T T

05 1 15 2 25 3

Number of chips x10*

Fig. 9. Correlation function for the third pseudo noise coding
sequence with 32768 chips and the chosen window function

Synthesis of the short pseudo noise coding
sequence. As mentioned above, the telecommunication

channel uses short pseudo noise coding sequence to

spread bits of the useful information. Similarly to
synthesis of the long pseudo noise coding sequences, a
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Signal level

Signal level

primitive polynomial is required to obtain 256 chip long
short pseudo noise coding sequence, but in this case that
of the eighth degree. The one, chosen in this paper, can be
presented as follows:

F(x)=1+x2+x3+x4+x8. 2)

As in the case with the primitive polynomial (1),

(2) can be used to generate a pseudo noise coding

sequence with the help of the shift register and addition
of the 256th chip to 255 already formed.

Correlation function of the fourth 32768 chip sequence and the chosen 256 chip window
T T T T T T

L L L L L L
05 1 15 2 5 3
Nurnber of chips x10*

Fig. 10. Correlation function for the fourth pseudo noise
coding sequence with 32768 chips and the chosen
window function

Fig. 11 illustrates pseudo noise coding sequence
with 256 chips synthesized according to (2).

256-chip long pseudo noise coding sequence
T T

Number of chips

Fig. 11. 256-chip long pseudo noise coding sequence

Performance study of the  designed
telecommunication channel on the background of the
internal noise and interfering signal. Having
synthesized the pseudo noise coding sequences and
studied their properties, let us proceed to assessing
performance of the proposed telecommunication
channel.

As was shown above, useful signal is presented as
a binary modulation of a 128 bit sequence (bit frame),
each of which is spectrally spread 256 times by the short
pseudo noise coding sequence just described. In
addition, each frame is scrambled by the 32768 chip

Signal level

Signal level

long pseudo noise coding sequence, which marks the
frame limits. Internal noise is presented as normally
distributed samples with one unite power level.
Interfering signal has the same probability distribution
and power as does the internal noise. Additive mixture
of useful signal, internal noise and interfering signal
over one frame is shown in Fig. 12. Here, the first
32768 chip long pseudo noise coding sequence is used
with the cyclic shift of 256 chips.

Further research is directed at establishing whether
it is possible to extract from the mixture in Fig. 12
frame structure of the information and the values of all
bits of information.

Additive mixture of the useful signal, internal noise and interfering signal over one frame
T T T T T

05 1 5 2 25 H
Number of chips x10*

Fig. 12. Additive mixture of the useful signal, internal noise
and interfering signal over one frame

Fig. 13 illustrates signal at the output of the
matched filter for the selected frame signal when it
processed the frame depicted in Fig. 12. Extracted frame
sync pulse is clearly visible in Fig. 13 at the beginning
of the frame.

Signal at the output of the frame sync matched filter over one frame
T T T T T

Frame sync pulse

a0 I I I I I I

05 1 15 2 25 3
Number of chips

Fig. 13. Signal at the output of the frame sync matched
filter over one frame

Fig. 14 shows the signal at the output of the spread
bits matched filter over one frame after it processed
signal mixture depicted in Fig. 12, preliminary
descrambled by the long pseudo noise sequence.

Analysis of the data in Fig.14 indicates that the
bits are confidently extracted from the mixture on the
background of the internal noise and interfering signal.
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Signal at the output of the spread bits matched filter over one frame
T T T T

300 I I I ! I

15 2

Number of chips 10t

Fig. 14. Signal at the output of the spread bits matched
filter over one frame

Performance study of the  designed
telecommunication channel with use of different long
pseudo noise coding sequences and cyclic shifts. In
some cases, deployment of the two pseudo noise coding
sequences cannot secure complete protection of the
information from the interception. This paper proposes
to further enhance concealed information transfer by
using not one but four 32768 chip long pseudo noise
coding sequences, as well as their cyclic shifts. There
are 128 cyclic shifts for each sequence and with account
of 4 sequences one can number 512 possible options to
choose from. In this case, any one of 512 options can be
chosen according to preselected secrete algorithm,
which frequently changes.

To test feasibility and effectiveness of the proposed
method, the signal similar to that in Fig. 12 was formed,
with only exception that the third 32 768 chip long
pseudo noise coding sequence was deployed with the
cyclic shift 1280 chips.

This signal is shown in Fig. 15.

Additive mixture of the useful signal, internal noise and interfering signal over one frame
with change of the long coding sequence and the cyclic shift
T T T T

15 2

Number of chips

Fig. 15. Additive mixture of the useful signal, internal

noise and interfering signal over one frame with change
of the long coding sequence and the cyclic shift

Let us assume that the rogue elements somehow
learnt about the structure of the short 256 chip long

x10*

pseudo noise coding sequence and the long 37268 chip
long pseudo noise coding sequence. But they are ignorant
of the possible change of the long sequence and its cyclic
shift. In this case, while trying to intercept the message
they will use known to them data about the sequences. As
a result, the rogue elements will obtain the frame sync
pulse and the bit sequence portrayed in Fig. 16 and 17
respectively.

As it seems from these figures, they will not be able
to decode the fame structure and extract the bits of useful
information.

Fig. 18 and 19 present the signals at the output of
matched frame sync filter and bits matched filter,
respectively, with the full knowledge about the selection
of the long pseudo noise coding sequence and the cyclic
shift.

Signal at the output of the frame sync matched filter over one frame without account of the sequence change
kil T T T T

Signal level

Signal level

I I I I I
15 2

Nurnber of chips

<10t

Fig. 16. Signal at the output of the frame sync matched
filter over one frame without account of the sequence
change and the cyclic shift

10(Signal at the output of the bits matched filter over one frame without account of the sequence change
4 T T T T T

15 H

Nurnber of chips xfo*

Fig. 17. Signal at the output of the bits matched filter
over one frame without account of the sequence
change and the cyclic shift

As data in Fig. 18 and 19 indicate, when the change
of the long pseudo noise coding sequence, as well as the
cyclic shift, are taken into account, respective processing
in matched filters permits to effectively extract frame
sync signal and bits of information.
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Signal at the output of the frame sync matched filter over one frame with account of the sequence change
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Fig. 18. Signal at the output of the frame sync matched
filter over one frame with account of the sequence
change and the cyclic shift

Signal at the output of the bits matched filter aver one frame with account of the sequence change
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Fig. 19. Signal at the output of the bits matched filter

over one frame with account of the sequence
change and the cyclic shift

When shifts and sequences change almost randomly
on a frame-by-frame basis, the adversary must follow all
possible options, and there can be too many for him.

According to [2] there are 18000 primitive
polynomials of the fifteenth degree and with account of
the 128 possible shifts, it can become an insurmountable
problem for the interceptors.

Conclusions

Data transfer telecommunication channels are
among the important targets of the rogue cyber actors.
There is a constant battle between those who protect
information and those who try to intercept it. Thus,
enhancing noise immunity of the information, its
concealment and resistance to interception is a very
important topic to research.

To improve these parameters, it is proposed to
design a telecommunication channel with deployment of
the two pseudo noise coding sequences: one is 265 chip
long sequence for spectral spreading of the useful bits,
while the other is 32768 chip long to mark the frame
limits and provide additional scrambling of the
information.

To further increase resistance to interception, use
of four 32768 chip long sequences, instead of one, is
considered with different cyclic shifts. It is proven that
these pseudo noise coding sequences, derived from the
primitive polynomials, possess good auto and inter
correlational properties.

Performance study of the telecommunication
channel was carried out with the help of computer
simulation in Mathlab software package.

Computer simulation helped to establish that
proposed telecommunication channel permits to extract
useful bits of information from the additive mixture of
the internal noise and an interfering signal.
Additionally, it was revealed that using four different
32768 chip long pseudo noise sequences with cyclic
shifts changing on a frame-by-frame basis, according to
a secret algorithm, can substantially improve resistance
to interception while preserving all other useful
characteristics of the channel.

In this case, cyber criminals have a very difficult

task to intercept the wuseful information bits.
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Criiikuii TeJeKOMyHikaliiiHUH kKaHaJ
3i 3MiHOI0 MapaMeTpiB Bi Kaapy 10 Kaapy
O. I'. IImrom, B. B. Bumniscskwuid, 1O. B. bepezoscbka

AHoTanisi. 3po0iIeHO BUCHOBOK, IO Cy4acHI TEJICKOMYHiKalliiiHI KaHaJM HE € B JOCTaTHIM Mipl 3aXMIEHHMH Bif
3aBaJ| Ta IEPEXOIUICHHS 3JI0BMHUCHUKAaMU. 3alpOIIOHOBAHO MiJBUIIUTH 11i TOKA3HUKU B PO3POOJICHOMY TEJIEKOMYHIKaI[iHHOMY
KaHaJli 32 PaXyHOK BUKOPHCTAaHHSA JBOX THIIB IICEBJIOBUIIQJIKOBUX KOJOBMX IOCIIJOBHOCTEH: KOPOTKOi TpUBAJIicTIO 256
YHUIIiB, 1110 BUKOPUCTOBYETHCS U1 PO3IINPEHHS CEeKTpy OiTiB KOpHUCHOI iH(OpMallil, Ta NPOTSHKHOI TpUBaicTo 32768 uuiis,
10 MO3HAa4Ya€e PO3Mipu KaJpy Ta 3[IHCHIOE JonaTKoBe ckpeMOntoBaHHs iHpopMmauii. Haronomryerbes, mo a1 3a10BOJICHHS
BUMOI' IIOJO NPOTHJIl NepexoIuleHHIo iHdopmalii 3710BMHUCHHKaMH HEOOXiJHO BHKOPHCTOBYBAaTH HE OJHY, a YOTHUPHU
IICEeB/IOBUIIAJIKOBUX KOMOBUX MOCIIZOBHOCTE TpuBaiicTio 32768 uumiB 3 pi3HUMM LMKIIYHUMU 3CYyBaAMU KpaTHUMHU 256
4uIiB. 3 ypaXyBaHHSAM TOr'O, 110 TAKUX 3CYBiB HajiuyeTbcs 128 Ha KOXKHY 3 YOTHPHOX IIOCIIIOBHOCTEH 1 I1apa 1oCiioBHICThb-
3CyB 3MIHIOETHCS BiJI KaApy 10 KaJpy, 3p00JIE€HO BUCHOBOK, IO 1€ 3HAYHUM YMHOM 301UIBIIYe 3aXHCT iHpOpMaLii B KaHali BiJl
nepexorieHHst. JlocnipPkeHO B3aEMHO Ta aBTO KOPEJLiiHHI BIACTUBOCTI IICEBJIOBHIIAJIKOBHX KOJOBHX ITOCIIJIOBHOCTEH, SIKI
BUSIBWJINCS AYXK€ TapHUMH ISl THX IIOCIIJIOBHOCTEH, 110 OTPUMYIOTHCS 3 NPUMITUBHMX IOJIHOMIB IIEBHOTO IOPSAKY. 3a
JIONIOMOrol0  TIporpamuoro cepenosuma MathLab mpoBenene imiTamiiiHe KOMI'IOTEpHE MOJENIOBAHHS 3aIlPOIIOHOBAHOIO
TEJICKOMYHIKaIlifHOr0 KaHaly Ha OCHOBI 3alpPOINOHOBAaHMX KOJOBHX IIOCIIJIOBHOCTEH, B MpOLECi SKOro JOBEICHO, 10
HE3HaHHS IIEBHOI IIOCHiJOBHOCTI TpuBajicTio 32768 4YumiB Ta BigIOBIAHOIO IMKIIYHOIO 3CYBY HPHU3BOIUTH IO
YHEMOJJIUBIICHHS IEPEXOIUICHHsS iHpoOpManii 3710BMHCHUKAaMH. Haroiomyerbcs, I10 3alpONOHOBAHI IICEBJIOBUIIAJKOBI
KOJIOBI ITOCNIIOBHOCTI MOXXYTh OYTH JIETKO HpPaKTHYHO peajli3oBaHi B 3CYBHHX pericrpax BOCBMOI'O Ta I’ SITHAIISTOTO
MOPSIIKY, TPH IIbOMY II€PEeXiJ Bil OAHOTO IMKJIIYHOrO 3CYBY JO IHIIOIO MOXE JIETKO POOWTHCS 3a PaxyHOK BiJITOBIIHUX
MacoK, B TOH 4ac SIK Iepexia BiJ MOCIiJOBHOCTI O IOCIIZOBHOCTI Peali3yeThecsl 3a PaxyHOK aKTHBAWii abo JeakTHBamii
€JIEMEHTIB J0JJaBaHHs 110 MOAYJIIO 2 Ha BUXOJAX BIJIIOBIHUX €IEMEHTIB 3CyBHUX pericrpiB. OTpumani B poOoTi pe3ynbTaTu
JIOCITIJDKEHb JJ03BONISIOTH MPUITYCTHTH, 1110 3aIPOINOHOBAHUN TEJICKOMYHIKalliHHUI KaHall 3 BAKOPUCTaHHIM YOTUPHOX Pi3HUX
IICEB/IOBUIIAIKOBHUX IIOCIIIOBHOCTEH 3 PI3HUMHU LIUKIIYHUMH 3CYBaMH 33 IIEBHUM NPUXOBAHUM 3aKOHOM BiJ Kaapy 10 Kajapy
MOJKE YCIIIIHO 3aCTOCOBYBATHCS IIPU peaizallii 3aBal03aXUILEHNX, CKPUTHUX TeJIEKOMYHIKalliiHUX Mepex.

Kaw4yoBi ciooBa: TelekoMyHikamiliHa Mepeka; NMPUMITHBHHI IONIHOM; IICEBIOBHIIAIKOBI KOIOBI IOCIIJIOBHOCTI;
KOMII'I0TepHE MOJICIIIOBAHHS; PO3IINPEHHS CIEKTPY; IUKITIYHAI 3CYB ITOCIITOBHOCTI.

PobGacTHBIN TeJIeKOMMYHHKAIIMOHHBIH KaHAJI
€0 CMEHOIi IIapaMeTPoB 0T KaJpa K Kaapy

A.T. Ilmrom, B. B. Bumnesckuii, 0. B. bepe3osckast

AHHoTanus. Cuenas BbIBOJ, YTO COBPEMEHHbIE TEJICKOMMYHUKALMOHHbIE KaHAJIBl HE B JOJDKHON Mepe 3alllMIIeHbl OT
MIOMEX M IepexBara 3J0yMbINIICHHHKaMH. [Ipe/io)keHO MTOBBICUTD 3TH MOKa3aTely B pa3pabOTaHHOM TeJIeKOMMYHHUKAIMOHHOM
KaHaJIe 3a CYET UCIIOJIb30BaHMs IBYX THIIOB IICEBAOCIYYaiiHbIX KOJOBBIX I0CIEI0BATEIIEHOCTEN: KOPOTKON JUIUTEIBHOCThIO 256
YUIIOB, KOTOPAsk MCIIONB3YETCs Ul PACIIUPEHHs CIEKTpa OMT Moe3HOH MHpOpMauuy, U NPOTSHKEHHON IIIMTEIbHOCTBI0 32768
YHUIIOB, KOTOpas IIOMedyaeT pa3Mepbl Kajapa M OCYIIECTBISET JIONONHHUTENbHOE CKpeMOIMpoBaHHE HH(OpPMaIHy.
[NomgepkuBaeTcs, 4To Al YAOBIETBOPEHHS TpeOOBaHMUII 1O MPOTHBOACHCTBHUIO NepexBaTy HHPOPMAUK 3J0yMbIIUICHHUKAMHI
HEoOXOJMMO UCIIOIB30BaTh HE OJHY, a YEThIPE NCEeBIOCITydaliHble KOJOBBIE MOCIIEI0BATEIILHOCTH JUTUTEIBHOCTHIO 32768 unoB
€ Pa3HbIMM LIUKIMYHBIMU CIIBUTaMU KpaTHbIMU 256 uunam. C y4eToM TOro, 4TO TaKUX CABMIOB HAaCUMThIBAaeTCs 128 Ha Kaxiyro
U3 YeThIpeX I0CIIeI0BaTEIbHOCTEH U Mapa M0CIe10BaTeNIbHOCTh-CIBUT U3MEHSETCS OT Kajpa A0 Kajpa, clejaH BbIBOJ, YTO 3TO
CYIIECTBEHHBIM 00pa3oM MOBBIIIAET 3alUTy MH(POPMAIMU OT IepexBara. VcciiemoBaHbl B3aMMHO W aBTO KOPPEISIIMOHHEIE
CBOMCTBA IICEBIOCIHYYalHBIX KOJOBBIX IIOCIEIOBAaTEJbHOCTEH, KOTOpbIE OKa3ajluCh OYEHb XOPOLIMMM JUld  TeX
[10CJIEZI0BATENILHOCTEH, KOTOpbIC IIOJIy4arOTCsl M3 IPUMHUTUBHBIX IIOJMHOMOB COOTBETCTBYROLIEro mnopsiika. C IOMOLIbIO
nporpaMMHOi  cpexpl  MathLab  mpoBeneHO — MMHTAMOHHOE — KOMITBIOTEPHOE — MOJCIHMPOBAHHE  IMIPEAJIOKEHHOTO
TEJIEKOMMYHUKAIIMOHHOI'O KaHajla Ha OCHOBE MPEITI0KEHHbBIX KOMOBBIX I0CIEI0BATEILHOCTEH, B IIPOLIECCE KOTOPOro J0Ka3aHo,
YTO HE3HAHUE OINPEICJIEHHOM MOCIEe10BATENBHOCTH AIUTENBHOCTIO 32768 UUIIOB U COOTBETCTBYIOILEIO LIUKJINYECKOrO CIBUra
NPUBOANT K HEBO3MOXXHOCTH INlepexBaTa WH(OpPMAalMu 3I0yMBINUICHHUKaMH. [lomdepkuBaeTcs, 4YTO MpeIoKECHHEBIE
TICEBIOCITYJaliHbIe KOIOBBIE MOCIEIOBATEIBHOCTH MOTYT OBITh IIPAKTHYECKU PEaTM30BaHbI B CIIBUTOBBIX PETHCTPAax BOCEMOTO U
IISITHA/ATOTO MOPSIKA, IPH 3TOM IIepPeXo]] OT OJHOI0 IUKJIMYECKOrO CIOBHIA K JPYrOMY MOXKET OBITH JIETKO OCYIIECTBJIEH 3a
CYET COOTBETCTBYIOILMX MACOK, B TO BpeMsl KaK Iepexo] OT MOCJIEJOBATEIbHOCTU K IIOCJIEA0BATEIbHOCTH PEATU3YeTCs 3a CUET
AaKTUBALMM WIM J€AKTHBALMK 3JIEMEHTOB CyMMHUPOBAHUS 110 MOAYJIIO 2 Ha BBIXO/IaX COOTBETCTBYIOLIMX JIEMEHTOB CIBUIOBBIX
peructpoB. IlomydeHHsle B paboTe pe3yabTaThl KCCICJOBAaHUI IO3BOJNSAIOT IPEINONOKHTh, YTO IPEATIOKEHHBIN
TEJIEKOMMYHUKAIIMOHHBIM KaHaJ 3 MCIOJIB30BAHUEM YETBIPEX Pa3HBIX IICEBIOCIYYalHBIX IOCIIEAOBATEIbHOCTEH C pa3HBIMU
LUKIMYECKUMH CABUIaMM I10 OIPEAEICHHOMY CKPBITOMY 3aKOHY OT KaJpa K KaJIpy MOXET YCICIIHO HCIOJIb30BAaThCs IpU
peau3alyu IOMEX0yCTOHYMBBIX, CKPBITHBIX TEJIEKOMMYHHUKALMOHHBIX CETEeH.

KawueBbie CJI0Ba: TCICKOMMYHUKAIIMOHHASA CETh, HpI/IMI/ITI/IBHHﬁ TIOJIMHOM; HCGBL[OCJ'[y'-IaﬁHBIe KOJIOBBIC
T10CI€A0BATCIIBHOCTHU; KOMIIBIOTEPHOEC MOACIIMPOBAHUE, PACILIUPEHUE CIICKTPA, I.II/IKJ'II/I‘-IGCKI/Iﬁ CABUI" ITOCJIICI0BATCIIbHOCTHU.
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