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APPLICATION OF THE SLIDING WINDOW MECHANISM
IN SIMULATION OF COMPUTER NETWORK LOADING PARAMETERS

Abstract. The subject of the study in the article is the data transfer processes in computer networks from the point of
view of the network performance indicators, in particular, overload parameters. The purpose of the work is to create a
simulation model of the behavior of a computer network, taking into account the mechanism of the "sliding window" and to
demonstrate its work using a test example in combination with the previously proposed algorithms. The following tasks are
solved in the article: analysis of the network as a complex multilevel system and isolation of the problems related to the
transport layer of the OSI model; consideration of tasks that are solved by the transport layer of the data network; creation
of the mechanism of modeling of functions of "sliding window"; demonstration of model work. The following research
methods are used: basics of system analysis, models of network functioning, simulation modeling method. The following
results were obtained: Based on the results of previous studies, the article proposes a new model of computer network
behavior over a period of time. This model is based on the principles of simulation modeling, which became possible
because of the certain fractal properties of incoming traffic, that is one of the initial data for the simulation. In the process
of development, the seven-level OSI model was taken as the basic network model and its four lower levels were selected.
Ensuring reliable information transmission at all protocol levels is based on the mechanisms of acknowledgement and
"sliding window". The proposed model can reduce the amount of user data directly for each of the directions in a
proportion directly proportional to their utilization of the specified congested channel. It is proposed to use a correction
vector for each direction of information transmission in the model. Conclusions: The adequacy of the developed model is
confirmed on the basis of practical calculations of the test case. The practical value of this model is the ability to predict
bottlenecks when creating a computer network, or vice versa, to point out the redundancy of certain solutions in order to

save significant funds in the future for providers and operators of communication services.
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Introduction

The growth of computer network traffic shows a
tenfold growth trend over the last decade, with the
upward trend increasing year by year [I-3].
Communication quality assurance is also a problem that
needs to be addressed. Thus, mobile users lose TCP
connections when they move or change their IP
addresses, or some nodes along the routing path cannot
provide the connection. In addition, there may be
temporary losses. Such problems also occur in cable
networks. These situations have a particularly
detrimental effect on the continuous exchange of large
volumes of data or the transfer of funds from a bank
account. Thus, in the processes of ensuring the good
functioning of computer networks, an important role is
played by the data flow management subsystem [4],
which solves the problem of: congestion management,
queue management, transmission recovery after loss of
network connectivity, management of lost packets and
packets recovery, errors that have occurred.

Analysis of recent studies and publications.
Today, there are many studies related to the problems of
improving the quality of communication at the transport
level of network representation. Thus, Jungang Zhang
and Son Tao [5] propose to map logical and physical
endpoints in terms of virtual address. This virtual
address must consist of three tuples: a socket handle, an
IP address, and a TCP port number. To uniquely
identify a connection, such components as a random

number, socket status information, IP address, and TCP
port number are used [6-8]. In addition, it is suggested
to add a new layer (Mobile Socket Layer) to the
transport layer in order to hide disconnection from the
application [9-11].

Data flow management techniques (Tahoe, Vegas,
Reno, Newreno, Random Early Detection, etc.) are used
to improve TCP performance. However, existing
methods are oriented on static or quasi-static conditions
of MR operation and do not allow to determine the
causes of packet loss [12-14]. To date, the main focus of
TCR researchers is to ensure interoperability with
protocols in other layers of the OSI (network and
channel) model.

Most types of traffic are sensitive to network
overload, delays, and packet loss with the data
transmitted  therein and  therefore require
implementation of data flow management methods [15-
26]. Therefore, efficient data flow management is a
topical issue when creating networks of this class.

Highlighting previously unsolved parts
of a common problem. The goal of the work

One way to investigate the factors of poor
communication is to model its behavior over time. In
this case, the analysis of the network should be carried
out by different views on its functional properties. One
such feature is network load over a period of time.
According to a previous study, network traffic is a
predictable value over time, so it can be used as a
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constant value [27]. This opens up the possibility to
apply not only agent modeling to computer networks,
but also methods of constructing simulation models.

Article [28-30] identified the main characteristics
of a computer network that have an impact on data
transmission processes, and proposed a method for
formalizing metrics that are directly applicable in the
modeling  process. = The  following  network
characteristics were considered:

e bandwidth;

e delays in communication channels;

e quality of service;

o the extent of transmission errors.

The structure and volumes of traffic (transfer
requirements) that occur over time have been separately
indicated. As a result, the behavior of the computer
network was modeled at its lower three levels: physical
(network topology), channel (packet volume, and
transmission loss) and network (building packet data
routes).

However, during the simulation, the question of
traffic reallocation in case of congestion of transport
nodes or data transmission channels naturally arose. In a
real network, this problem is handled by the transport
layer using a so-called "floating window».

Therefore, the purpose of this article is to further
disclose behavior of the created model of computer
network.

The following tasks are solved:

e analysis of the network as a comprehensive
multilevel system and highlighting the issues related to
the transport layer of the OSI model;

e consideration of tasks that are solved by the
transport layer of the data network;

e creation of a mechanism for modeling of the
“sliding window” functions;

e demonstration of model work in combination
with the algorithms previously proposed in previous
works.

Materials and methods

The quality of transmission of different types of
traffic on networks also depends on the lower levels of
the OSI model (Fig. 1). When considering the transport
layer of the OSI model, it should be noted that the
transport layer provides data transportation services
[28]. In particular, the primary purpose of the transport
layer is to address issues such as ensuring reliable
transport of data through a unified network. The
transport layer is intended for the delivery of data
without errors, losses and duplication in the order in
which they were transmitted. It does not matter what
data is transmitted, from where and where, that is, it
determines the mechanism of transmission itself. It
divides the data blocks into fragments, the size of which
depends on the protocol.

Ensuring reliable transmission of information at all
protocol levels is based on acknowledgement and
"sliding window" mechanisms (methods for reducing
redundancy in the transmission of information — Nagle,
Clark, methods for detecting TCP Vegas overload,
methods for controlling the size of the window — Slow

Start, Binary Increase, and the retransmission timer —
Jacobson) [31]. Before considering the floating window
mechanism, it is worth describing the principle of
operation of the TCP Protocol, namely the need to
receive confirmation of the sent bytes of information.
This significantly reduces the speed of data transfer,
since several connection sessions will be spent on
transmitting a single packet of information. For
example, before sending, TCP must make sure that the
recipient exists, and then perform a three-way-
handshake to set up the session. Also, since the TCP
Protocol differs from UDP in the reliability of data
transmission, each segment during transmission is
marked with a sequence number that the recipient sends
back to the sender to confirm the sending and to indicate
the next segment to be sent.

Stack model Stack protocols
|TELNET| | FTP | | TFTP |
Application level | SMTP | | LDP | | NFS |
SNMP X others
Windows
Transport level | TCP | | UbDP |
P
Network level
| ICMP || BootP || ARP | | RARP |
The level of Ethernet FDDI FR others
network interface

Fig. 1. TCP/IP stack model protocols

TCP packets have the following fields: local
sender port and local recipient port (Fig. 2) carrying the
contents of program entry points, such as Telnet on one
side, and entry point (in this context encapsulation) to
the IP layer. In addition, in the TCP/IP stack, the TCP
layer is responsible for generating packets from the data
stream coming from the application.

Local sender port | Local recipient port

Segment position
The first expected byte
Data offset | Flag
Checksum

Window size

Note the urgency of the data
Filler

Options

Fig. 2. The structure of the TCP packet header

A TCP connection is identified by a pair of full
addresses of both interacting processes (endpoints). The
addresses of each endpoint include IP addresses
(network number and computer number) and port
number.

The connection is made in the following sequence:

— one of the parties initiates the connection. It
sends a request to TCP to open an active port;
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— after the TCP port is opened, the initiator
process sends a process request that requires a
connection;

— TCP from the receiver opens the port for
receiving data (passive open) and returns a receipt
confirming the receipt of the request;

— in order for the transmission to be possible in
both directions, the protocol from the receiver also
opens an active port and transmits the request to the
opposite party;

— the initiating party opens the receiving port and
returns the receipt.

The connection is considered established. Then
data is exchanged within this connection.

Within the connection, the correctness of the
transfer of each segment must be confirmed by the
receipt of the recipient. Acknowledgment is one of the
traditional methods of ensuring reliable communication.

The TCP protocol implements a kind of window-
based acknowledgement algorithm. The peculiarity of
this algorithm is that the window is defined on the set of
numbered bytes of unstructured data stream coming
from the top level and buffered by the TCP protocol.

The sliding window principle [32] allows using the
TCP protocol in networks of different power and
reliability. The sliding window mechanism allows
changing the number of bytes that can be sent without
acknowledgment. Thus, the higher the reliability of the
network, the larger the size of such a window and the
more information can be sent without confirmation.
This allows the user to increase the data rate. When
TCP sees that data is being lost, the size of the window
decreases, reducing transmission speed by increasing
reliability and the number of checks.

The expanded algorithm of the "sliding" window
will not be considered in this article, since its
implementation in the proposed model is significantly
different and preserves only its main stages, namely:

e control over the number of errors;

e window size determination;

e adjust the amount of traffic that will be

transmitted.

Suppose that the amount of data to be transmitted is
df,., and that the existing delay on the communication

channel is

1

e a @

where C, - channel ¢ bandwidth;
When d,. will exceed the maximum O link quality

factor, a sliding window model will be enabled, which
in the real network would increase the number of bytes
that need to send acknowledgments, and in its turn
would reduce the amount of user data that can be
transmitted in the specified amount of time. The
proposed models can reduce the amount of user data
directly.

In this way, let the link ¢ be overloaded with O..
This may mean that the amount of traffic to be
transmitted by this channel will be reduced to the next:

df; =(d.~0,) /.. @)

Considering that information of different
directions can be transmitted by one channel [16], the
next step of the model will be to determine all
transmission directions that trigger the specified
channel.

And also one of the key features of the OSI model
is that the levels do not interfere with each other's work,
but extend their functionality. This leads to the fact that
at the transport level there may not be information about
the route structure that was built at the previous network
level. Therefore, the correction effect should not extend
to the specified route, but to the entire direction of data
transmission.

Thereafter, the model can reduce the amount of
information for each of the directions in a size that is
directly proportional to their utilization of the specified
overloaded channel.

Let us denote the total set of possible transmission
directions R. Then the amount of data that should be
deferred on the direction € R:

df: =(dc _Oc)fr’ 3)

where d,. — the amount of delay at the channel c,

exceeding the maximum allowed coefficient,
O, — the amount by which the allowed number

of transmitted data is exceeded. It is calculated based on

d,. and the constant M, which must be specified before

starting the simulation,
f,- — the amount of data that must be passed on

a specific iteration of the model in the direction of 7.
After that, the iteration should be recalculated with
the changed indicators df, .

However, the calculations at the test bench showed
the inadequacy of such a model, which is caused by the
possibility of multiple congestion of the network during
one iteration. This results in multiple corrections of the
same transmission directions » from the subset R’ € R,
which in its turn leads to an unreasonably large
reduction in traffic df,. .

To solve this problem it is suggested to use a
correction vector for each direction » € R. Thus for each
direction » the maximum amount of overload is
calculated, which is equal:

v, = max(dfyy oo df ndlfy ) (4)
1

where df; — volume of all overloads, at all communi-

cation channels that are used in the direction r, i =1,n .

Therefore, in a situation where the
communication direction » repeatedly causes overloads,
the number of its adjustments will always be equal to
one, and the value of the adjustment is its maximum
network overload.

To determine the overload in the model, we
will use an additional calculation cycle using the
following formula:
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0. - df, —-MC, .
C df;
In the proposed model, an additional round should
be performed in case of network congestion, in

particular when channel delays are negative or greater
than one.

)

The results of the simulation
on a test sample

Here is an example of modeling the behavior of a
computer network, where the first step is to describe the
network topology, that is, the geographical location of
the nodes and communication channels. Consider a
simplified version of the network topology shown in
Fig. 3 [28].

Fig. 3. Test network topology

The next step is to select the input for modeling.
We choose the structure of the input data according to
the average load on computer networks in the world
[27]. The following is the distribution of orders for data
transmission by destination. The destinations for data
transfer will share this load and can be presented as a
table of distribution of applications for data
transmission (Table 1).

Two routes will be constructed at the beginning of
the simulation using the Dijkstra algorithm. The next
step is to saturate these edges with the data transfer
requirements of Table 1. The state of the network after
saturation is shown in Fig. 4.

Table 2 shows the distribution of data transfer
orders after the second iteration.

Table I — Distribution of data transfer orders

Directions Modeling time parameters
of data transfer | 4., | 2 pm | 4pm | 8 pm | 10 pm
1 5 7 3 7 5
2 1 3 3 1
ﬁ 0.07 o
0.16 0.32)
o o4 o
o2 e =
) 005 o

Fig. 4. A network full of data transfer requirements

Table 2 — Distribution of data transfer orders

after the second iteration

Directions Modeling time parameters

of data transfer | 4., | 2 pm | 4pm | 8pm | 10 pm
1 5 775 | 41625 | 7 5
2 1 3.15 | 34725 | 1

Add in the condition that the amount of data to be
transmitted at 4 pm will increase significantly. We

obtain the distribution shown in Table 3.

Table 3 — Distribution of data orders
with increased metrics

Modeling time parameters

Directions
of data transfer | 4., | 2 pm | 4pm | 8 pm | 10 pm
1 5 775 | 20 7 5
2 1 315 | 15 1

Using Dijkstra's algorithm, two more routes were
found for both transmission directions. The transmission
volume for routes of the first direction will be equal to
6.6, and for routes of the second 10 and 5, respectively,
their priority (Fig. 5).

After recalculating the delays, we get the

following structure of the transport network (Fig. 6). As
can be seen from the figure, the overload occurred
simultaneously on six communication channels and the
requirements need to be corrected.

Fig. 5. Data routes on the third iteration
after saturation with requirements

Fig. 6. Delays in communication channels during overload

The model now needs to reallocate some traffic
based on congestion.
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First of all, you need to detect the congestion of
each of the communication channels by the formula (5)
(in this example, the load factor M = 0.85):

11.6-0.85%10

0 =
0-1 11.6

In accordance
00_2 = 036, 00_4 = 049, 03_4 = 058,
03_5 = 010, 04_5 =(.68.

As follows, we define the correction vector for
both transmission directions. For this purpose, we will
distribute the congestion on the communication
channels according to the directions of data
transmission:

v, =max{0.27, 0.36, 0.49, 0.58, 0.1, 0.68} = 0.68 ;
v, = max {0.27, 0.49, 0.58} = 0.58 .

Now, the model is moving the rest of the data to
the next iteration in two stages, first 15% of the amount
of data will be transferred automatically due to
transmission losses, and secondly, the amount of data
that causes the overload will be transferred. Thus, we
obtain Table 4 of the distribution of orders.

Table 4 — Distribution of orders
after reduction of network load

Modeling time parameters

Directions
of data transfer 10 am |2 pm |4 pm 8 pm 10 pm
1 5 7751 6.4 | 7+3+13.6 5
2 1 3.15| 63 |1+2.25+8.7

The last step in this iteration is to recalculate the
modified load model. The recalculation of the delays
gives the result shown in Figure 7. It is obvious that the
congestion has been corrected, but the greatest value of
this model is that the bottleneck is visible after
correction - the bottlenecks of the system that need to be
changed to increase the utilization rate of the network

resources. These bottlenecks are circled at Fig. 7.
Channels 3-4 and 4-5 are dangerously close to the
maximum load factor M, which is equal to 0.85.

Fig. 7. Delays in communication channels
after load adjustment

Conclusions

Based on the results of previous studies, the article
proposes a new model of computer network behavior
over a period of time. This model is based on the
principles of simulation, which is made possible by
certain fractal properties of incoming traffic, which is
one of the initial data for the simulation.

In the course of development, the OSI seven-tier
model was taken as the basic network model and its four
lower levels were selected. Providing reliable
information transmission at all protocol levels is based
on acknowledgment and sliding window mechanisms.
The proposed models can reduce the amount of user
data directly for each of the directions directly in
proportion to their utilization of the specified congested
channel.

The model proposes to use a correction vector for
each direction of information transmission.

The adequacy of the developed model is confirmed
on the basis of practical calculations of the test case.
The practical value of this model is the ability to predict
bottlenecks when creating a computer network, or vice
versa to point out the redundancy of certain solutions in
order to save considerable money on providers and
service providers in the long run.
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3acTocyBaHHSI MeXaHi3My KOB3a10490T0 BiKHA
TIPH MOJCJIIOBAHHI MapaMeTPiB HaBAHTaKEeHHsI KOMII'OTEPHOI Mepe:Ki

10. K. aBunoscekuii, O. A. PeBa, O. B. Maneera, B. B. Kocenko

Anotanisi. IIpeameTrom NOCIIDKEHHS B CTaTTi € IPOLECH Nepeaadi JaHUX B KOMIT IOTEPHHUX MepeXkax 3 HOIIsALy Ha
MOKA3HUKU SKOCTI poOOTH Mepexi, 30KpeMa, MapaMeTpH IepeBaHTa)XeHHs. MeTa podoTH — CTBOpEHHA Mojeli imiramii
MOBEIIHKM KOMIT'FOT€PHOI Mepexi 3 ypaxyBaHHSAM MEXaHi3My «KOB3ar04oro BiKHa» Ta JAE€MOHCTpalis I poOoTH 3a JI0IOMOror
TECTOBOr'O INPUKIALy B KOMIUIEKCI 3 3alIPONOHOBAHMMH paHille aJIrOPUTMAaMH. B crarTi BUpIIIYIOTHCS HACTYIHI 3aBJAHHS:
aHaJli3 MepeXi K KOMIUIEKCHOI 0araropiBHEBOI CHCTEMM Ta BHAUICHHS NMPOOJIEMATUKH, sIKA CTOCYEThCS TPAHCIIOPTHOI'O PiBHS
mozeni OSI; posrmsax 3amad, sAki BUPILIYIOTBCS TPaHCIOPTHUM pIBHEM Mepexi Iepeiadi JaHUX; CTBOPEHHSA MEXaHi3My
MOJIEITIOBAaHHS (DYHKIIIH «KOB3a0YOro BiKHA»; IEMOHCTpaLisi poOOTH Mozeii. BUKOPHCTOBYIOTBCS Taki MeTOAHM JIOCIiKEHHS:
OCHOBHM CHCTEMHOIO aHallizy, Mojelli (yHKIIOHYBaHHS Mepexi, MeToJ iMmitamiiHoro MmopemoBaHHs. OTpHMaHO HACTYIHI
pe3yiabTaTH: 3 ypaxyBaHHSIM pe3y/IbTaTiB IONEPEIHIX JOCTIDKEHb B CTaTTi 3alpOIOHOBAHO HOBY MOJENb ITOBEIIHKH
KOMIT'FOTEPHOI Mepexi Ha IpoTs3i IEBHOro NPOMiKKY dacy. Bkaszana Monenb Oa3yerbCs Ha IPHUHIMIAX IMITAIiHHOrO
MOJICIIIOBaHHS, IO CTaJl0 MOMJIMBUM 3aBISKH IIE€BHUM (PaKTaJbHUM BIACTUBOCTAM BXifHOro Tpadiky, Skuil € omHHM i3
MOYaTKOBHX JIaHUX JUIS MOJieNtoBaHHs. B npoueci po3poOku B sikocTi 6a30B0i Mozeni Mepexi Oyia B3sTa ceMUpiBHEBA MOJENb
OSI Ta obpani yoTupyu HWkHI 11 piBHi. 3a0e3neueHHs HaiiHOI nepenadi iHpopMalii Ha BCIX PIBHAX MPOTOKONIB Oa3yeTbCcs HA
MEXaHi3Max KBUTYBaHHsA Ta ,,KOB3alOHOro BikHA” Y IPONOHOBaHIH MOJEN MOXKHA 3MEHIIyBaTH OOCAI JAaHUX KOpPHCTyBada
6e3nocepeIHBO 11 KOXKHOIO 3 HANpPAMKIB Y PO3Mipi, 1110 IPsIMO NPONOPLIHHUI iXHIH yTuii3alii BKa3aHOro HepeBaHTaKeHOro
KaHaly. B Mozeni 3amponoHOBaHO BHKOPHUCTOBYBATH BEKTOp KOPEKIIi JUIT KOXKHOrO HampsAMKy mepenadi iHpopmaryi.
BucHoBKH. AJICKBaTHICTH pPO3po0ieHOI Mozelsi miATBep/XeHa Ha 0a3l NPaKTHYHUX PO3PAXyHKIB TECTOBOrO MPHKIANY.
IIpakTH4YHOIO LIHHICTIO JaHOI MOJENI € MOXIIMBICTH CIIPOTHO3YBAaTH «BY3bKi Miciui» (bottlenecks) mix uwac crBopeHHS
KOMII’ FOTEpHOI Mepesxi, a00 HaBMNaKK - BKa3aTH HAa HAJMIPHICT NEBHUX PIllIeHb, 1100 y NEPCIEKTUB] 36KOHOMUTH 3HAUHI KOIITH
[IPOBai/IepiB Ta ONIEPaTOPiB MOCIYT 3B’ S3KY.

Kar4doBi ciaoBa: koM’ roTepHa Mepexa; MOJEIIOBaHHS; TPAHCIIOPTHUH piBeHb; Tpadik; KoB3aroye BiKHO.

Hcnonniopanne MeXaHu3Ma CKOJIb3SIIIET0 OKHA
TIPH MOJAEJHPOBAaHNUHU IAPAMETPOB HATPY3KH KOMIILIOTEPHOM CeTH

10. K. IaBeiioBckuid, A. A. Pea, O. B. Maneesa, B. B. Kocenko

Annoranusa. Ilpeamerom nccienoBaHus B CTaTbe ABIAIOTCS MPOLECCH IEPEayl JaHHBIX B KOMIIBIOTEPHBIX CETAX C
TOUKH 3PEHMs IOKa3aTeslel KauecTBa paboThl CETH, B YaCTHOCTH, NapaMeTpos neperpysku. Ileab paboTel - co3aHue Moienu
MMUTAIMY HOBEACHUS KOMITBIOTEPHOM CETH € Y4€TOM MEXaHU3Ma «CKONB3SIIEro OKHa» U IEMOHCTpALUs ee paboThl C MOMOLIBIO
TECTOBOr0 IPUMEPa B KOMILIEKCE € IPEIOKEHHBIMU paHee MeTodaMu. B craThe pemiarorcs claeaylomue 3aga4m: aHalu3 CeTH
KaK KOMIUICKCHOX MHOIOYPOBHEBOH CHCTEMbI U BBIJEJICHUE MPOOIEeMaTHKH, Kacarolleiicst TpaHcnopTHoro yposHs Mozenu OSI;
paccMOTpEHHE 3a/lad, KOTOPHIE pEIIAIOTCS TPAHCIHOPTHBIM YPOBHEM CETH IMEpelayd JaHHBIX; CO3JaHME MEXaHH3Ma
MOZICTUPOBAaHUS (DYHKIMI «CKOJB3SIUEr0 OKHa»; AEMOHCTpauus paboTsl Mozenu. VIcHonmb3yloTcs cieayrolye MeToabl
HCCIIEZIOBAHUSA: OCHOBBI CHCTEMHOIO aHalM3a, MoJenu (YHKIMOHHPOBAHMS CETH, METOA HMMMTALMOHHOIO MOJEIUPOBAHMS.
IMonyuensl cnenyromue pe3yabTarThl: C y4eTOM Pe3ynbTaTOB NPEIbLIYIIMX UCCIEN0BaHUMI B CTaThe NPEUIOKEHA HOBask MOZIEIIb
MOBEJICHUS KOMITBIOTEPHOH CETH B TEUECHHE OIPEJEICHHOr0 IMPOMEXKYTKAa BpeMEHH. YKa3aHHas Mojelb Oa3upyercs Ha
NPUHIUIAX UMHUTALHMOHHOIO MOJEIMPOBAHMSA, YTO CTAJIO0 BO3MOXKHBIM Onarozapsi onpelieleHHbIM (pakTalbHBIM CBOWCTBAM
BXOJIAILET0 TpaduKa, KOTOPBIH SIBIACTCA OJHUM U3 HCXOIHBIX JaHHBIX U1 MOJENIUpOBaHus. B mporecce pa3paboTky B KauecTse
6a30BOil Mozenu cetu B3ATa ceMuypoBHeBas mozenb OSI u BbIOpaHbl 4eTblpe ee HIDKHUX ypoBHs. OOecrieueHue HaleKHOH
nepenayn MHGOpPMALMK Ha BCEX YPOBHAX MPOTOKONOB Oa3upyeTcs HAa MEXaHW3MaX KBUTHPOBaHUs M "CKonib3sllero okHa'. B
npeJularaéMoil MOZIEJIM MOXKHO YMEHbIIATh 00BbEM JaHHBIX I10JIb30BATENIsI HEIIOCPEACTBEHHO Ul KaXKJIOro U3 HAIpaBJICHUH B
pasMepe, IPAMO HPONOPLUMOHAIBHOM HMX YTHUIM3alM¥ YKa3aHHOTO IIEPETrPY:KEHHOr0 KaHalna. B Mozmenu IpemioxeHo
HCIOJIb30BaTh BEKTOP KOPPEKLMH JUIsl KXKIOr0 HarpaBieHus nepegadn nHGopmanuy. BeiBoabl: AeKkBaTHOCTb pa3paboTaHHOK
MOJIeIIH TIOATBEPIK/ICHa B JalbHEHIIeM Ha 0a3e MPaKTHYECKUX PacueToB TECTOBOro IpuMepa. [IpakTuuecKkoi LIeHHOCTBIO JaHHOM
MOJIENIH SIBJISCTCSI BO3MOXKHOCTh CIIPOTHO3UpOBaTh «y3kue mecra» (bottlenecks) mpu co3naHum KOMIBIOTEDHOW ceTH, WM
Hao0OpOT - yKa3aTb Ha M30BITOYHOCTH OIPEJETICHHBIX PEIIEHMH, YTOObI B NEPCIEKTUBE COKOHOMHTb 3HAYMTEIbHbIE CPEACTBA
NPOBANIEPOB U ONEPATOPOB YCIYT CBS3H.

KawueBble cioBa: KOMITBIOTCpHAs CETh; MOACIMPOBAHUEC, TpaHCHOpTHBIﬁ YPOBCHB; Tpadmk; CKOJIB3A1IECEC OKHO.
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