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METHOD OF ASSESSMENT OF INFORMATION AVAILABILITY
OF RADIO INFLAMMATION SOURCES BY DEVICES
OF RADIOELECTRONIC RECOGNITION

Providing information superiority over the enemy is becoming a prerequisite for conducting military operations. The main
type of information support is military intelligence, and its basis is radio-electronic intelligence. During the analysis of the
known scientific achievements in the direction chosen by the authors of the research it was established that at present there
is no general methodology for assessing the capabilities of the forces and devices of radio-electronic intelligence for the
information (reconnaissance) availability of electronic intelligence sources that is suitable for the use in automation devices
of various control units, which connects separate indicators of information accessibility in generalized on the basis of the
use of modern intelligence-information models. The authors of this research conducted a methodology for assessing the
availability of radio-emission sources by the devices of radio-electronic intelligence. In the course of the research, the
authors used the basic provisions of the theory of radioelectronic intelligence, the theory of communication, the theory of
electronic warfare, the theory of signals, and general scientific methods of analysis and synthesis. The technique developed
by the authors makes it possible to evaluate sources of electronic intelligence from the point of view of the expediency of
including in the outline the distribution of forces and devices for different conditions of the situation (stages of combat or
operations), effectively manage the forces and devices of extraction and processing in the interests of solving radio-electronic
intelligence tasks, and evaluate the degree of this efficiency. This technique, which is an integral part of the general
methodology for the distribution of forces and intelligence, can be applied at the command posts (grouping of troops, military
units) of electronic intelligence and will increase the efficiency of conducting searches of sources and objects of electronic
intelligence, as well as the distribution of forces and resources for tasks, objects and sources. In addition, it can be used to
assess the effectiveness of existing and promising devices and complexes of electronic intelligence and electronic warfare.
Taking into account the above, the direction of further research should be considered the development of scientific and
methodical apparatus for improving the efficiency of conducting radio-electronic intelligence.
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Introduction

In the traditional theory of radio electronic
intelligence (REI), the information (intelligence)
accessibility (IA) of a control and communication
system is understood as a set of inherent intelligence
management and communication features that allow to
disclosure this system with a given probability for a
given time [1-3].

Information accessibility in one or another degree
is evaluated for solving the following tasks:

conducting a search of sources and objects REI;

calculation of objects and sources of REI during
the analysis of the radio electronic environment (REE);

distribution of forces and resources according to
tasks, objects and sources;

evaluation of the effectiveness of the developed
facilities and complexes.

In practice, the evaluation of the IA is not fully
implemented.

For solving search problems in peacetime
conditions for the usual environment (due to the
uncriticality of the problem-solving cycle), a
predominantly "bunching method of detecting and
defending the noise" sources of REI is widely used. In
this case, in the course of the noise defense, as a rule,
only qualitative (whether or not), semantic, hardware
and sign availability are determined, which is

determined on condition of obtaining a full indication of
the implementation of all types of actions: interception,
routing, technical analysis and processing.

For other conditions REE, there are regimes of
gaining an association with an increase in the total
resource and normatively distributed resource for
possible sources without a detailed calculation of their
[As, taking into account the time costs and the
authenticity of the detection. The purposefulness of the
search for these conditions from the point of view of the
REE detection cycle is low primarily due to the lack of
reliable predictive estimates of sources of IAs and the
general methodology for evaluating the capabilities of
the RAI system by source 1As [3, 6].

In order to calculate objects and sources, the IA is
evaluated basically qualitatively (whether or not) in the
form of electromagnetic availability (EMA) for
regulatory distances for typical frequency ranges,
excluding the radiated power of radio emission sources,
the nature of the terrain and the type of waves.

The evaluation of the effectiveness of facilities and
complexes that are developed for solving the problems
of detecting a control system (CS) and radio technical
provision (RTR) of an eventual opponent is carried out
on separate indicators of the IA — EMA and partially
hardware.

The question of formalization, and even more so,
the automation of the basic processes of IA evaluations
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for various conditions of the REE and individual stages
of the conduct of hostilities are not resolved. The causes
of the main shortcomings in the practice of assessing the
IA are the disadvantages of the theory. The urgency of
the research topic is stipulated [5, 7]:

the lack of a common methodology for assessing
the capabilities of REI forces and devices for informing
(intelligence) availability of REI sources suitable for the
use in the automation tools of various management
units, linking individual IA indicators to a
generalization based on the use of modern intelligence-
information models (IIM);

the account of optimal topologies (combat orders)
of the elements of the REI system, its operational and
technical characteristics for the analysis of the
interrelationships between components of the IA in the
interests of quantitative generalized evaluation of both
for the sources of radio inquiries (PI) and radio
engineering intelligence (REI);

low criticality to the solvable problem of the used
private indicators of the IA in the form of qualitative
assessments, the lack of a quantitative description of the
most of them, the mistaken orientation of qualitative
assessments on the organization of management and
communication of traditional systems 80-90-th, which
prevents reliable estimates of the IA and on their basis
to form an optimal (suboptimal) plan for resource
allocation;

low indicators of adequacy apply models,
especially in perspective communication systems, for
groups of “modular forces”, their control systems based
on complex automated systems and low-structural

availability of REI sources is an element of the general
methodology for the distribution of forces and devices
of reconnaissance and presents a set of clements
(methods, operations) of the traditional and proposed
scientific and methodical apparatus, based on which is a
combination of statistical and logical methods
calculation, applied in a certain logical sequence for the
formation of adequate components: the potential,
technical and real sources of REI sources.

The method makes it possible to evaluate REI
sources from the point of view of the expediency of
including in the initial plan distribution of forces and
devices for different conditions of the situation (stages
of battle or operation), effectively manage the forces
and devices of extraction and processing in the interests
of solving the problems of REI and assess the degree of
efficiency.

The basis of the developed methodology is the
structural-spatial models of the location of objects and
sources on the ground for each group activity, the model
of the combat forces and REI devices [7, 9]. They
describe the classes of classes of activity, their
interrelation with objects and sources, the characteristics
of the latter from information groups, the distribution of
depth and manifestation in the objects of the REI, as
well as the optimal military units of the REI unit
(military unit or connection) for different conditions of
the situation. The structure of the proposed method is
presented in Fig. 1.

The most important elements of it are three partial
methods: formation and maintenance of the database of
the characteristics of communication systems (CS) and

availability public communication systems using radiocommunication grouping [8, 11]; formation of
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models of manifestation of the states of the grouping
through the sources (objects) of the REI and their
reconnaissance features (RF) of varying degrees of
similarity [7]; the development of combat forces and
REI forces [7].

The source for data evaluation are: intelligence-
information models of groups of states (hypothetical,
reference and working) [7, 10]; combat and numerical
composition of the faction of an eventual enemy;
reference data on the military use of the Armed Forces,
the CS and the RTS (statutes, concepts and av.); the
composition of the REI forces and devices and their
operational characteristics.

In this methodology, while solving the problems of
assessing the capabilities of the forces and devices of
the REI, the following restrictions and assumptions are
imposed on the sources of the REI's data:

the apparent availability of REI sources is
determined from the point of view of solving problems
of recognition of operational-tactical appointment
(OTA) sources, the disclosure of objects through them;

the assessment of the IA capabilities is carried out
primarily in the interests of the distribution of forces
and devices, while this assessment is an essential
component in calculating the importance (informative)
of the source of intelligence, which is determined by the
probability of information availability of the P,, source,
the importance of the objects that are part of the source,
the amount objects in the network;

the resource is distributed for all types of posts:
existing complexes and prospective complex [2],
management and processing posts are taken into
account while calculating the intelligence (sign)
availability [6];

the search and observation organization model is
consistent, the search is conducted in terms of
frequency, space and sources.

As a method for solving the problem of estimation,
as shown by the analysis of its dimension and an
analysis of the calculating individual indicators
methods, the integration of statistical and logical
calculation methods [6] can be used, which allows for
the introduction to restrict on the computing space.

Models are formed for three levels of their
similarity: hypothetical (absolute similarity), reference
and work (full similarity).

To evaluate the availability of REI sources, we
introduce generalized and partial indicators based on the
following considerations:

The generalized indicator should evaluate the
possibility of the IA as a whole, and partial (individual
elements): the potential accessibility [10], technical,
authenticity of detection time. Based on the
requirements of the system approach, the theory of
similarity of the model and the real system, as well as
using the basic requirements for intelligence as
characteristics: completeness, timeliness and reliability,
we will conduct the synthesis of indicators.

A generalized indicator of the IA will be
determined to take into account the following
components of the evaluation as real intelligence
availability based on the statistical model [6]:

the probability of potential accessibility (P

pav)
consisting of partial indexes of IAs: semantic
probability ( Py, ), sign (P, ) and structural (Pg,.)

accessibility. It implements basically its own
characteristics of the security of intelligence control
systems (levels of information processes of the
interaction of open systems model) [8, 10];

the probability of technical availability (P,),
consisting of partial indicators of the IA: the
probabilities of electromagnetic (P,.), spatial (Pgq),
hardware (P,,) availability. It characterizes basically its
own capabilities of the REI system to detect
communication processes at different levels of the
model of open systems interaction (physical, data
transmission and network levels).

Then the generalized indicator of the capabilities of
the forces and devices of radio intelligence on the i-th
IA source will look

P

iavi = BaiP

avi® pavi

where i is the serial number of the REI source; P, is
the probability of technical availability of the first REI
source; P, is the probability of potential informational
accessibility of the first REI source.

The probability of potential availability (P,,) of
the sources of radio inquiries will be determined by the
implementation of at least one event the possibility of
its constituent elements and is calculated by the formula

Ppav :l_(l_Psaw’)(l_Psigni)(l_Pstri)'

The probability of technical availability (Py.,) of
the sources of radio inquiries will be calculated as the
intersection of the events of the implementation of its
constituent elements:

by

echi

= preiPspatiPhari. :

In order to make a decision to include the REI
source in the outline of the distribution of forces
according to the indicator of information accessibility
(without taking into account the comprehensiveness of
object coverage), it is expedient to select the following
criteria: when P;,, <0,2 (low), it is inappropriate to
plan the source for inclusion in the outline of the
distribution of forces and devices for REI conducting;
when P, =0,2-0,5 (average), it is possible to plan a

> 0,5 (high) - the
source is appropriate to plan for conducting intelligence.

Consider separate indicators of information
accessibility, synthesizing them in a probabilistic form.

The semantic availability of the control system is
determined by the degree of the use in it of the
individual and group linear encryption equipment, the
use of structural encryption, the stability of the methods
used by radio control methods of the secret control of
troops (card coding, formalization of messages,
improvement of protocols and services model of
interaction of open networks), language barrier,
manifestation of semantic radio transmitter to recognize
objects and states.

source for REI conducting; when P;,,
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To calculate the capabilities of forces and devices
of radio intelligence on the semantic availability of the
source it seems logical to calculate the proportion of
open, encoded, encrypted and formalized messages in
his work and taking into account the availability of each
type of message to determine their total probability as a
measure of generalized availability.

In this case, the probability of the semantic
availability of the i-th source will be calculated
according to the formula

Py = KoiPyi + Kii Py

savi oit stri

+K,;

tri el

+ Kﬁpsav_ 7>

savi
where Ko( cef) is the coefficient, taking into account

the share of open (coded, encrypted, formalized)
messages in the work of sources, calculated as the ratio
of the number of open (coded, encrypted, formalized)
messages to the total, respectively;

P (ce.f) is the probability of

sav semantic

accessibility of open (coded, encrypted, formalized)
messages, which is expressed as the ratio of accessible
and inaccessible messages of this type from the point of
view of the manifestation devices of semantic
intelligence for the recognition of objects and states.

The significance of accessibility is determined by
the stability of the manifestation of the intelligence of
the system of communication and radio engineering, as
well as the cost of the forces and devices to detect or
confirm them [11, 12].

As a result of the analysis, it was found that the most
expedient to assess the sign availability on the stability of
manifestation (informative) of structural-statistical
(logical) reconnaissance signs of recognition: operative-
tactical assignment of the REI sources; operational-
tactical affiliation (OTA) of objects through the REI
sources; states of activity through the REI sources.

It is obvious that the capabilities of REI forces and
devices for the apparent availability of sources will be
expressed in terms of the probability of the apparent
availability of the sources ( Py,q, ), which in this case

will be calculated according to the formula
P

signi 1- (l ~ Fari spati)(l - Pavsi)’

where P ) 1s the probability of recognition of

avri(spat,avs
the i-th source (objects, states of activity), the
calculation of which is carried out in accordance with
the statistical recognition theory (the Bayes scheme for
sources, recognition through the main and subordinate
sources of sources for the objects, on the basis of the
logical method by analyzing and deciding on the
manifestation of intelligence attributes through sources
for the object states of activity (0 or 1) [5, 12].

The structural availability of the communication
system is determined by the degree of correspondence
of the structure of the communication system and radio
technical support to the structure of the control system
of troops and weapons.

The capabilities of the REI forces and devices of
structural accessibility are logically expressed due to the
probability of structural accessibility, the size of which

will be affected by the degree of compliance of the
structure (spatial and managerial) of the communication
system structure control system, the accuracy of the
location of sources of radio emission, as well as to
detect a change in the location of sources (objects)
while changing the state of the group.

Given the high cost of time and the complexity of
calculating the accuracy of the location for each
correspondent network, determining the quantitative
assessment of the correspondence degree of the
communication system management system, it is
advisable to analyze the probability of structural
accessibility on the basis of average estimates by the
types of communication systems and graduation

distance from line of forces collision: Pg,. =0,5-0,75

for team communication; P, =0,1-0,3 for general

communications systems.

The electromagnetic availability of intelligence
sources is quantified by the maximum distance between
the points (areas) of the REI facilities and sources of radio-
emission location, in which sources of detection are
ensured. The magnitude of electromagnetic availability is
influenced by various factors, the main of which are:

parameters of the radio-emitting radiation sources
(frequency range, power, type of radiation, antenna
gain, taking into account losses in the antenna feeder
path);

parameters of the REI devices (sensitivity of
receiving devices and the gain of the antenna-feeder
path);

conditions for the radio waves propagation for
frequency ranges.

The content of the traditional indicator is described
in detail in [12].

While assessing the capabilities of REI forces and
devices of electromagnetic availability of REI sources,
consisting of several sources of radio emission, there are
different options for calculations: the main station
network, network area, the most distant correspondent
network (in theory, this is not defined).

The indicator of the location of objects (sources of
radio emission) in the estimation of the P,,. sources can
be synthesized in the following form: while placing
objects (sources of radio emission) belonging to the i-th
source, for the full depth of operative construction in all
zones, we accept P, =0,7; when placed in several

zones - P, =0,8, when located only in one zone (in
the 1-st echelon, in the 2-nd or in the reserve) - P, =1.

Spatial accessibility is determined by the
assessment of the capabilities of the REI system to
ensure the availability of electromagnetic access from
the Earth, flight-lifting, space and floating devices for
all sources of radio emission.

It is logical to conduct a calculation for maximum
electromagnetic availability, and the probability of
spatial availability to be determined as the ratio of the
time spent in the radio emission source in the area of a
maximum electromagnetic  availability for the
appropriate location of the installation of REI facilities
to the cycle of intelligence:

re
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Pspati = tf/Tc >
1y is the total time of finding the source in the zone of

maximal electromagnetic availability; 7, is the total

c
time of the intelligence cycle.

Hardware availability is determined by the degree
of the forces and devices expenditure of the REI to
detect, beam and intercept signals from emitters
entering the communication system (radio equipment).

It is logical to count on the availability of hardware
on the most important of its characteristics, expressed in
a probabilistic form: by frequency ( P,y ); in the form

of a signal (P, ); in the form of used gears ( Py, ).

Thus, the probability of hardware availability,
based on the analysis, will be calculated as the
intersection of all three characteristics (events):

Ppar = a\_/f+Pavs+Pavg'

At the same time, the probability of availability of
hardware by frequency, taking into account a rather
long cycle of intelligence, will be determined:

Pay = AFy; [AF;,
where AF i is the frequency bug of the source in which

signal reception by the intelligence devices is possible;
AF; is the frequency range in which the operation
of the indicated source is possible.
The probability of hardware availability by the
type of signal obviously needs to be considered as the
ratio of the number of types of signals that can use the

source and available to the REI devices - K ; (by the
demodulation, registration, etc.) to the total number of
signal types on which the K; source can function

P = Kdi/Ksi'

The probability of hardware availability according
to the type of used transmissions can be calculated as
the ratio of the gear types number on which the source
operates and the forces and devices of intelligence
capable of intercepting them are Kj; to the total number

of transmissions types in which the K

souri SOUICE

operates:
Prari = Ki; /Ksouri'

Consequently, in the general form, the probability
of the hardware availability of the i-th source will be
calculated as

Phari = prei (AFpi/AF;')(Kdi/Ksi)(Kii/Ksouri )

Thus, the probability of information availability of
the REI source will be calculated according to the
following expanded formula:

Phari = (AFpi/AP;' )(Kdi/Ksi )(Kii/Ksouri)X

1- [1 —( oibstri + Kii Pogri + Ky Ppi + K Py )J X

’ [1—(1—(1—&' spali)(l_Pspali)):|[1_Pslri]

The conclusion from the article

The method developed in the article allows to
estimate the sources of the REI in terms of the
expediency of including in the outline distribution of
forces and devices for different conditions of the
situation (the stages of the battle or operation),
effectively managing the forces and devices of extraction
and processing in the interests of solving the REI
problems and assessing the degree of this efficiency.

This method, which is an integral part of the
general methodology for the distribution of forces and
devices of reconnaissance, can be applied at command
posts (grouping, military unit and subunit), and will
increase the efficiency of conducting the search for the
REI sources and objects, as well as the forces and
devices distribution for tasks, objects and sources. In
addition, it can be used to assess the effectiveness of
existing and promising tools and REI and RES
complexes.

Taking into account the above, the direction of
further research should be considered the development
of scientific and methodical apparatus for improving the
efficiency of conducting radio-electronic intelligence.
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Metonuxka ouninky iHpopManiiHOI JOCTYIHOCTI JzKepes palioBUNIPOMiHIOBAHHS 3ac00aMHU Palioe1eKTPOHHOI PO3BiAKH
L. O. SIxno, O. C. Manuk, C. C. I'anenko, A. B. Hlnmanekuii, O. L. ITikyns

3abe3neueHHs iHpOpMaLiiHOI nepeBarn HaJl MPOTMBHUKOM HA ChOTOJIHI CTa€ OCHOBHOIO YMOBOIO [UISl BEICHHS BOEHHHUX
onepaniif. OCHOBHUM BHIOM iH(opManiiiHOro 3a0e3neueHHs € BOEHHA PO3BiJKa, a 1l OCHOBOIO — paJlioeIeKTPOHHA po3Biaka. B
XOJi NPOBEJICHHS aHAJli3y BiZIOMHX HAyKOBHUX JOCATHEHb B OOPaHOMY aBTOPAMH JIOCIIPKEHHs HANPSAMKY BCTAaHOBJICHO, IO HA
JIAaHUH Yac BiJICYTHS 3arajbHa METOIMKA OLHKM MOMJIMBOCTEH CHII 1 3ac00iB pajiioeseKTPOHHOI PO3BiAKY 10 iH(opMaliiiHii
(po3BimyBanbHIi) IOCTYHMHOCTI JDKEpeN pPaioeleKTPOHHOI PO3BIIKH, IO € TNPHUAATHOI JUIi BHKOPHUCTAHHS B 3aco0ax
aBTOMAaTH3alii Pi3HUX JIaHOK YNPABIiHHA, L0 3B’S3ye OKpeMi IOKa3HMKH iH(opMauiiiHOI JOCTYHHOCTI B y3arajJbHEHHH Ha
OCHOBI BHMKODHCTaHHA Cy4acHHX pO3BiJyBaJIbHO-IHGOPMAIIHHUX Mozesed. ABTOpaMHM 3a3HA4€HOro JOCHiIDKEHHS Oyilo
IPOBEJCHO PO3pOOKY METOAMKM OLIHKM iHpOpMaumiiHOI JOCTYNHOCTI JUKepesl pPajiOBHIIPOMIHIOBAaHHS —3aco0amu
panioesieKTpoHHOI po3BiakK. B Xomi mociiukeHHsT aBTopaMu Oy BHKOPHCTaHI OCHOBHI HOJIOXKEHHS Teopii pazioeneKTpoHHOL
PO3BiIKH, TeOpii 3B’sI3Ky, TEOPil pajioeIeKTPOHHOI OOPOTHOH, TEOpil CHTHAIIB Ta 3aralbHOHAYKOBI METOIM aHaJIi3y Ta CHHTE3Y.
Po3pobieHa aBTOpaMM METOIMKA JIO3BOJISE OLHIOBATH JDKEPENa PaJioeleKTPOHHOI PO3BIIKM 3 TOUKHM 30pY JOLIJIBHOCTI
BKJIIOUCHHSI B BUXIJIHUH IUIaH PO3NOALLY CHJI Ta 3aco0iB UL PI3HUX yMOB 00CTaHOBKH (eramiB 000 abo omeparii), eheKTHBHO
YIIPaBILTH CHIIaMH 1 3aco0amu 100yBaHHS 1 00poOKHU B iHTEpecax BUPIIIEHHS 3a]a4 PaioeNeKTPOHHOI PO3BIAKY Ta OLIHIOBATH
crymiHp 1i€i epekTuBHOCTI. [laHa MeTOAMKA, IO € CKJIAJIOBOIO YacCTHHOIO 3arajbHOI METOIMKM PO3IOALLY CHI i 3aco0iB
PO3BiIKH, MOXe OyTHM 3aCTOCOBaHa HAa KOMAaHJHUX IIyHKTaX (yrpylnoBaHHs BiiiCbK, BifiCbKOBOI YaCTHHM 1 IiJpO3ily)
PaJioeNeKTPOHHOI PO3BIKM 1 MiABUIIUTH €(EKTHBHICTh BEICHHS IOIIYKY JUKeped i 00’ €KTiB palioeleKTPOHHOI pO3BilKH, a
TaKOX PO3IOJIIY CHI 1 3ac00iB 3a 3aBJaHHAMH, 00’ €kTamH i Jukepenamu. Kpim Toro, BoHa Mo)xe OyTH BUKOPHCTaHA JUIsl OLIHKH
e(eKTHBHOCTI ICHYIOUMX Ta NEPCIEKTUBHUX 3acO0iB 1 KOMIUIEKCIB PaiOeJIeKTPOHHOI PO3BiIKH 1 pajlioeeKTpOHHOI 60pOTHON.
BpaxoByroun 3a3HaueHe, HANpPSAMKOM IOAQJIBIIMX JOCHIKEHb CJiJi BBa)XKaTH PO3POOKY HayKOBO-METOAMYHOIO amapaTy
ITiIBUILEHHS €()eKTUBHOCTI BEICHHS PaflioeIeKTPOHHOI PO3BIIKY.

Karwo4doBi cJuoBa: cucrema palio3B’si3Ky; pazniopecypc; 3aBaJlO3axMILCHICTb; pPajielIeKTPOHHE —I0/IaBJICHHS,
PpazioeNIeKTPOHHA PO3BIiJIKa; CKPUTHICTB.

Meroanka oneHKH HH()OPMAIHOHHOM AOCTYITHOCTH HCTOYHHKOB PAHOH3ITYYCHHS
CPEACTBAMH PAHO0JIEKTPOHHON Pa3BeaKn

. 10. Sxno, O. C. Mainsik, C. C. I'anenko, A. B. Hlmmankuii, O. U. ITuxyns

Obecrnieuenne MH(POPMAIMOHHOTO IPEBOCXOJCTBA HAJl IPOTHBHUKOM Ha CErOJHS CTAHOBUTCS OCHOBHBIM YCIIOBHEM JUIS
BEZICHUSI BOSHHBIX oreparii. OCHOBHBIM BHJIOM HMH(pOPMAIMOHHOT'O 00ECIIeUeHH s SIBIISICTCSI BOGHHAST pa3Bezika, a €€ OCHOBOM —
panuodNIeKTpoHHas pa3Benka. B xome mpoBen€HHOro aHannM3a M3BECTHBIX HAYYHBIX JOCTH)KEHHH B BBHIOPDAHHOM aBTOPaMHU
HCCIIeI0BaHYS HAIIPABICHUH YCTAaHOBJIICHO, YTO B HACTOSIIEE BPEMSI OTCYTCTBYET 00IIasi METOJMKA OLIEHKH BO3MOKHOCTEH CHII U
CPE/CTB  DPAJAMODICKTPOHHOH  pa3Beikd 1O  HMHPOpPMAIMOHHOW  (pa3BeibIBATENbHOH)  JIOCTYMHOCTH  HCTOYHHUKOB
PaIModIEeKTPOHHON pa3Be/IKU, ITPUTOIHOM JUIs MCIOJIB30BaHHS B CPEICTBAX aBTOMATH3ALNH PA3IMYHBIX 3BEHBEB YIIPABIICHHUS,
CBSI3BIBAIONICH OT/ENIbHBIC IIOKa3aresid HMH(POPMAIMOHHOM JOCTYIHOCTH B OOOOIICHHBIH Ha OCHOBE WCIOJIB30BAHHMS
COBPEMEHHBIX pa3Be/bIBATEILHO-MH(POPMAMOHHBIX Mozeleld. ABTOpaMH YKa3aHHOI'O MCCIIEIOBaHHsI Oblia IpOBeAeHa
pa3paboTka METOAMKY OLEHKH WH(OPMAIIOHHOM TOCTYITHOCTH MCTOYHUKOB PaJHOM3IIyIeHHS] CPEACTBAMHU PaIHOdICKTPOHHOM
pasBenku. B xozme nccienoBanus aBTopaMu ObIIM HCIIONB30BaHBl OCHOBHBIE MOJIOKEHHS TEOPHUH PAJAUOICKTPOHHOM pa3Be/IKy,
TEOPHUU CBS3H, TEOPHUH PaJUOICKTPOHHONW OOpHOBI, TEOPHH CHUTHAJIOB M OOIIEHAaydYHBIE METOIbl aHaJIM3a W CHHTE3a.
Pa3zpaboranHasi aBTOpaMH METOAWKA MO3BOJSET OICHUBATH HCTOYHUKH PAJAMOIIEKTPOHHON pa3BEeAKH C TOYKH 3PEHHS
LIesIeco00pa3sHOCTH BKITIOUSHHUS B MICXOIHBIN IUTAH PACIpPENeIeH s CHI U CPEJICTB ISl pa3JINUHbIX YCIOBHHA OOCTAaHOBKH (ITAIoB
00st wiu ornepauuy), dPQPEKTHBHO YIPABIATh CHIAMH W CPEACTBaMH J0OBIYM W 0OpabOTKM B HMHTEpecax pelIeHHs 3aaad
PaIMOdIEeKTPOHHON pa3BEeIKH M OLEHHBATH CTENEHb ITOW 3¢ (eKTUBHOCTH. [laHHAs METOIMKa, KOTOpas SBJISETCS COCTaBHOM
4acThl0 OOIIEH METONUKH paclpesesieHHus CHJI U CPEJCTB pa3BelKH, MOXKET ObITh INPUMEHEHAa Ha KOMAHAHBIX ITyHKTaX
(TpynmupoBKa BOWCK, BOMHCKOH YacTH W TMOAPA3JeICHUs) PaJAuOdICKTPOHHOH pa3BeIKH W HMOBBICUT 3((EKTUBHOCTh BEICHHS
MIOMCKa MICTOYHHKOB U OOBEKTOB PAIMOAIEKTPOHHON pa3BeIKH, a TAKKe pacpe/IeNieHUs] CHII M CPEJICTB I10 3aJa4aM, 00beKTaM 1
nucroyHukaM. Kpome Toro, oHa MOKeT OBITh HCIOJIB30BaHA Ul OLEHKU 3(p(PEKTUBHOCTH CYNIECTBYIOIIMX M IEPCHEKTUBHBIX
CPE/ICTB M KOMIUIEKCOB PaJMO3IEKTPOHHOH Pa3BEIKH M PaJMO3JIEKTPOHHON OOpHOBI. YUHMTHIBasi yKa3aHHOE, HAlpaBICHHEM
JATBHEHIINX HCCIENOBAHUM ClIeyeT CUNTaTh pa3paboTKy HaydHO-METOAWYECKOro ammaparta MoBbIIIeHHs 3}dexTuBHOCTH
BEICHUS PaIHOdIEKTPOHHON pa3BeIKH.

KawueBbie ciaoBa: cucTemMa paadoCBs3H; pagldoOpeECypC; MMOMEXO3AMMIIEHHOCTD; PAaAMO3IEKTPOHHOE IOJABICHUE;
PaArONIEKTPOHHAS Pa3Be/Ka; CKPBITHOCTD.
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