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MATHEMATICAL MODEL
OF THE MODIFIED NIEDERREITER CRYPTO-CODE STRUCTURES

Subject of research is the modification of the Niederreiter crypto-code construction on non-binary codes. The purpose of
this work is to develop a mathematical model of a modified Niederreiter crypto-code structure using algebrogeometric
block codes with a shortening of the information parcel. The tasks to be solved are: to formalize the procedures for the
formation of codograms and their further decoding; develop a mathematical model of the Niederreiter crypto-code structure
modified by shortening the information parcel and fixing the admissible positional vectors of the plaintext transformation
based on equilibrium coding. The following results were obtained. Studies of the Niederreiter crypto-code structures in
MES revealed the main reason for the impossibility of the practical implementation of decoding algorithms when using
non-binary codes in the classical scheme. It has been established that it is necessary to fix a subset of plaintext for which
the error localization procedure, with the X, P and D (private key) masking matrices selected by the sender, cannot be
performed. With its help, we need to “weed out” the error vector sets that do not allow using the classical version of
decoding information on the receiving side when using the classical Niederreiter scheme on m-th codes. When constructing
a mathematical model, the identified feature was considered. As a result, a mathematical model of the Niederreiter crypto-
code structure modified by shortening the information package and fixing admissible positional vectors of the plaintext
transformation based on equilibrium coding is obtained. Conclusion. The scientific novelty of the obtained results is as
follows: the proposed modified mathematical model of the Niederreiter crypto-code structure ensures its practical
implementation. Reducing the field power when building a classic Niederreiter scheme reduces the amount of data
transferred by shortening the error vector before generating the syndrome on the sender side and, accordingly, the energy
costs of its implementation; The use of the quantum-stable and promising Niederreiter crypto-code construction has been
further developed, the identified feature and the proposed modification ensure its competitiveness.

Keywords: modified Niederreiter crypto-code structure; modified shortened elliptic-curve codes; equilibrium coding;

information secrecy.

Introduction

Modern requirements for ensuring the quality of
service for users of global computer networks put
forward new challenges for the integrated solution of
the main criteria for the quality of service - reliability
and security of service. Integrated mechanisms to ensure
increased requirements are unsymmetrical crypto-code
information security tools based on McEliece and
Niederreiter theoretic code schemes (TKS), built on
non-binary error-tolerant codes and allowing operation
in various data exchange modes [1 - 5]. The asymmetric
cryptosystems proposed in [1, 2] provide the required
performance indicators, cryptographic strength and
reliability of the transmitted data, and most importantly,
the use of a single software / hardware (hardware)
mechanism in ensuring the required performance of the
main criteria for quality of service.

At the same time, the analysis of the software
implementation of an asymmetric crypto-code system
on the Niederreiter TCS carried out in [4, 5] showed
significant implementation difficulties, which makes it
difficult to use code-theoretic schemes to build crypto-
resistant asymmetric systems. Development of modified
crypto-code systems using modified algebrogeometric
codes is a promising direction in solving this technical
problem.

During a pilot study of Niederreiter’s CCS on the
MES, it was determined that the use of non-binary
codes with the Niederreiter's classical ACCS requires
modifications, namely, fixing a subset of open texts for
which the error localization procedure, with selected X,

P and D, cannot be performed. The aim of the article is
to develop a formal mathematical description of
modified crypto-code information security tools based
on the Niederreiter TCS using algebrageometric block
codes based on the shortening of information symbols
and fixing a subset of open texts, allowing for a
reduction in the volume of key data while maintaining
the level of crypto resistance, crypto resistance and
energy costs on their implementation.

The potential strength of theoretical-code schemes
is determined by the complexity of decoding a random (n,
k, d) block code. Consequently, to build potentially
persistent theoretical code schemes, it is necessary to use
modification methods that do not allow the minimum
code distance to be reduced. By masking the code with a
fast decoding algorithm (of polynomial complexity)
under an arbitrary (random) block code, one can present
the decoding task for an adversary as a computationally
complex problem (exponential complexity). For an
authorized user of the system (having a secret key)
decoding is a polynomially solvable problem. In the work
of Sidelnikov [1], an effective method was proposed for
breaking into asymmetric McEliece and Niederreiter
schemes built on generalized Reed-Solomon codes. It is
noted that one of the promising directions in the
development of potentially stable theoretical code
schemes are schemes constructed using algebraic
geometry codes. Algebraic block codes constructed from
algebraic curves (algebraic codes) have good asymptotic
characteristics. Their use in discrete symmetric channels
allows you to get the greatest energy gain from coding
(among algebraic block codes) and effectively deal with
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the resulting error packets. Ways to shorten linear block
codes, without changing the minimum distance, allow
you to build hack-resistant asymmetric crypto-code
systems with a smaller volume of cryptograms and key
data. In accordance with the formal mathematical
description of asymmetric crypto-code systems based on
the Niederreiter TCS in the direct error correction mode
and automatic questioning proposed in [2], mathematical
models of modified asymmetric cryptosystems based on
the Niederreiter TCS are proposed that reduce the energy
costs of their implementation.

Research results

Mathematical model of a modified asymmetric
crypto-code system of information protection using
algebra-geometric block codes based on Niederrei-
ter's code-theoretic scheme based on shortening
(shortening of information symbols). Formally given
by the combination of the following elements [2]:

— set of open texts Miz{Ml,Mz,...,M k},,
q

where Mi:{eo’ehl,---ehk’ee—l}’ Ve, e GF(q), h. —

error  vector |h|=¢/2, or

e;=0, Ve, eh;
— the set of fixed open texts then the set of usable
open texts M =Mq-Mp;

symbols are zero,

— set of closed texts S={S0,S1,...Sq,}, where

s, ={S}O,SZ],...SZJ,S}V}, VSy €GF(q);

—a set of direct reflections (based on the use of a
public key - an elliptic-curve code check matrix (EC):
¢ ={¢;,0,,...¢,} , where a set of back reflections
(based on the use of a private (private) key - masking
o7 ={or 0y 0,7

matrices), where

0 S, > Mi=12,.e.

— the set of keys that parameterize direct mappings
(public key of an authorized user):

KU, = {KUlai KUy, KU, } _

_HEQ pEC2 | prECr
Xg Xy X

EC; . . .
where H™ ' — check rxn matrix disguised as a random
aj

algebrogeometric block code (n, k, d) with elements
GF(q), i.e

oM —">8, 4,

i=1,2,..,e , a — set of coefficients of a polynomial

curve a;...as, Va;eGF(q), uniquely defines a specific set
of curve points from space P’;

— a set of keys that parameterize reverse mappings
(personal (private) key of an authorized user):

KR ={KRy,KR,,....,KR,} =
{{x,P,D},{X,P,D},,...{X,P,D} },

{X,P,D} ={Xi,Pi,Di}, where X' — masking

1
nondegenerate randomly equiprobably formed by key
source kxk matrix with elements from GF(g); P —
permutable randomly equally formed key source 5 xn
matrix with elements from GF(g); D — a diagonal matrix
formed with a key source with elements from GF(g) i.e

oS, M, i=12,.,s.

The complexity of performing reverse mapping
(pl-_1 without knowing the key K ek connected with
the solution of the theoretical complex problem of
decoding a random code (code of general position). The
initial data when describing the considered asymmetric
crypto-code information security system are:

— nonbinary equilibrium code over GF(g), i.c.,
multiple sequences of length n and weight w(e;) ;

— algebrogeometric block (n, k£, d) code C over
GF(q), that is, so many code words C; eC, when

equality holds C;H T 0, where H — algebraic block
code check matrix;

— IV — initialization vector, V= |h| =/ where —
reduction elements (%, — error vector symbols are zero,
h=1/2e,i.e e; =0, Ve; € h);

— masking matrix mappings given by a set of
matrices {X, P, D};, where X — non-degenerate kxk
matrix over GF(g), P — permutation nxn matrix over
GF(q) with one nonzero element in each row and in
each column of the matrix, D — diagonal nxn matrix
over GF(q) with nonzero eclements on the main
diagonal,;

— r —parameter r ep qu, qu = {0,1,...2” —1} ,
— n— some parameter n €p an ,Z o, = {1,...2”} ;
q

Let M ={M1,M2’...qu }, set of all open texts

(n, k, d) of block code. Define a subset of committed
open texts M = {Ml,Mz’...Mn}, where

1 1
MY P* -D”!:Ml--(D”) -(P”) P*.D" .

When coding, the elements of the set of fixed open
texts do not participate, the set of suitable open texts
willbe M =M-Mp.

Based on the equilibrium coding, the closed text is
formed by the entered plaintext M; € M with a given

key H)E;C”, ueil2,..,s}.

This is done by forming a syndromic (in terms of
noise-resistant coding) sequence, which corresponds to
an equilibrium sequence:

M; =e={ey,e€,...€,1},
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T
EC EC
SX]. =y (MiaHX u)zMiX(HX u) ;

moreover, the Hamming weight (the number of nonzero
elements) of the vector is not greater than the corrective
power of used algebraic block (n,k,d) code:

Vi:0<w(M;)<t=|(d-1)/2].

The power of sets M and C is determined by the
allowable range of weights that is, in the general case

(for all valid values w(M;)) we have:

! . .
=3 (41 xC,
i=0

i!-(n;l)!'

The most appropriate value w(M;) choose

where C! — binomial coefficient, C. =

according to the required value of the security of
information transfer. Then for W(Ml-)=c0nst=w(e)

we have: m= (q—l)w(e) XCZV(e), and the sequence
M; ={ey,e,....e,_1} from the set
M ={M,M,,..,M,} formed as a result of some
mapping v , implemented by redundant coding by non-

binary equilibrium codes of non-redundant information
sequences.
Formed closed text C; € C' uniquely corresponds

to the vector M; = {ey,ey,...,e, 1} -

Form the initialization vector /V=EC-h;, where
hj— information symbols are zero, |h|=k/2, i.e,
;=0 VI eh.

Formation of a shortened error vector e,=e(4) — IV.

The public key is generated by multiplying the
check matrix of the algebraic code by the masking
matrix:

H)b;c” =X"H-P*.-D" uefl,2,..,s},

where HECY

ometric block code (n,k,d) with elements from GF(q).
Syndrome sequence enters the communication channel:

— check nx(n—k) matrix of algebroge-

* EcT
S},_he=(€n—he)><HX .

On the receiving side, an authorized user who
knows the masking (matrix set

{X,P,D}, ={X",P",D"}) and the
vectors (the number and places of the zero symbols of

the error vector) form a code sequence as one (any) of

the  possible  solutions to  the  equation:
£ _ & . T
S r— he =cC Xi H Xj ,

initialization

that is, finds such a vector c}i, which

. 3k
decomposes into an amount: cy. =c, +M;, where
; X; i

1

¢,, —one (any) of the possible code words of a masked

Xi

. . T . T _
code with a check matrix HX]-’ i.e cXi X HXJ =0.

Then an authorized user using the matrix set
{XaPaD}u = {XM’PM’DM}’

—%

-1 -1
c =c*X-(D”) (P”) , that is, unmasks the code

form a vector:

sequence c}i. After the substitution we get the

equality:
% -1 -1 -1
c =c*X-(D”) (P”) =(cX'+Ml-)~(D”) X

-1 -1 -1 -1 -1

X(Pu) =cX'~(D”) ~(P”) +Ml--(D”) ~(P”) .
The authorized user who formed the vector has the
ability to apply a fast (polynomial complexity) noise-
resistant decoding algorithm and thus form a vector

—%

-1 -1
¢ =cy (D”) (P”) and vector

M =MD" )_1 (P )_1.

1

To restore the information equilibrium sequence

M; enough to multiply the vector again M;' and the

masking matrix D" and P“, but in a different order:
M; =M} -P"-D" =M;-(D") 1-(P”) Lppt =,

Forming the desired error vector e: M = M;+ IV

When deciphering a cryptogram (after receiving
the error vector, before using the equilibrium coding
algorithm), “zero” shortening symbols are introduced
based on the initialization vector for information.

Evaluation of energy costs for software
implementation and the complexity of code
transformations in the proposed MACCS of
Niederreiter. For the evaluation of time and speed
indicators it is customary to use the unit cpb, where cpb
(cycles per byte) — the number of processor cycles that
must be spent to process 1 byte of incoming
information. The complexity of the algorithm is
calculated by the expression

Per =Utl * CPU __clock / Rate,

where Ut] - processor core utilization (%); Rate — the
bandwidth of the algorithm (bytes/sec).

In tablt 1 shows the results of studies of the
dependence of the length of the code sequence of an
algebraic code in the Niederreiter crypto-code system
on the number of processor cycles to perform
elementary operations in the software implementation of
the crypto-code systems.

Analysis table 1, 2 shows that the use of modified
(shortened) elliptic codes allows you to save the volume
of transmitted data in the Niederreiter asymmetric
crypto-code system, but at the same time to ensure the
required level of cryptographic resistance when
implemented over a smaller field GF(2° — 2°) due to the
use of the entropy of the initialization vector #4,.
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Table 1. The results of studies of the dependence of the length of the code sequence in the ACCS Niederreiter

on the number of processor cycles

The length of the code Niedereiter Nledereltiz)ggsshortened Niedereiter with fixed vectors
sequence
10 100 1000 10 100 1000 10 100 1000
Number of Character 11 30 80 10 28 76 11 33 82
ﬁmg?orfc;)lls reading 018 042 | 800 328 | 859933 | 294 397 | 750 457 | 759 874 | 431 2131 |460317| 473 442
implementin String 3 10 26 3 9 25 3 12 29
P & comparison | 663 356 | 199 898 | 364 634 | 406 921 | 246 748 | 478 498 | 673756 [119867| 469 389
elementary :
operations String 1 5 13 1 5 12 1 6 14
concatenation | 834983 | 125564 | 415329 | 705 544 | 045 748 | 379422 | 947 681 |114478| 456 729
S 16 46 120 15 43 114 17 51 12
um 516381 | 125790 | 639 896 | 406 862 | 042 953 | 617 794 | 053 568 |694 662|639 9 560
Character 2 2 2
The duration of reading 207487 | 831 609 183218 295374 | 810478 001 167 300479 1843 705 745 148
the functions™* String 1 1 1
in processor | comparison 197821 1550794 423 690 1788141531379 248 684 213478 1561754 739170
cycles String 1 3 1 3 1 4
concatenation 244990 522293 | 984 353 244990 328 114 | 586 486 T8 174 647 638| 007 883
Sum 1 2 7 1 2 7 1 3 8
040 298 | 904 696 | 591 261 | 006 781 | 749 548 | 247 488 | 092 131 |053 097| 492201
Duration of execution** in ms 0,55 1,53 4 0,52 1,37 3,4 0,56 1,55 4,1

Note: * 1000 operations per processor clock cycles: character reading - 27 clock cycles, string comparison - 54 clock cycles,

string concatenation - 297 clock cycles.

** for the calculation, a processor with a clock frequency of 2 GHz, considering the load by the operating system of 5%,

was taken.

In table 2 the results of studies assessing the
temporal and velocity indicators of the procedures for
the formation and decoding of information in crypto-
code systems based on the ACCS and the MCCS
Niederreiter. We will conduct a comparative assessment
of the developed mathematical model and practical
algorithms for the implementation of the Niederiterter’s
MACCS at MES.

Let’s introduce the following notation.: 1I — the
length of the information sequence (block), which is fed
to the input of the CCS scheme(in bits): 1K — the length
of the public key (in bits); IK+ — private key length (in
bits); codogram length (IS — codogram length (in bits);
OK - the complexity of the formation of codograms
(the number of group operations); OSK the
complexity of solving the problem of analysis (the

number of group operations); OK+ — the complexity of
solving the problem of analysis (the number of group
operations); LO — source text length R — relative coding
rate; old — the classical McEliece-Niederreiter ACCS
proposed in [16]. In table 3 and Fig. 1 shows the results
of studies of the complexity of cryptogram formation in
various GF(2m). Analysis of the results in Fig. 1
indicates an increase in the rate of cryptogram formation
when using shortened MES. The length of the codogram
(in bits) is determined by the expression:

lg =(2 q +q+l—l/2k)><m.
In tabl. 4 and fig. 2 shows the results of studies of

the complexity of decrypting a cryptogram in various
GF(2™).

Table 2. The results of studies assessing the time and speed indicators of the procedures

for the formation and decoding of information

Crvpto-code svstems The length of the Algorithm Throughput CPU core Algorithm comp-
P Y code sequence Rate (bytes / sec) utilization (%) | lexity, Per (cpb)
. . 100 46 125 790 56 61,5
Niederreiter’s ACCS 1000 120 639 896 56 62,0
. . . 100 51 694 662 56 61,7
Niederreiter’s MCCS with fixed vectors 1000 126 399 560 56 622
Niederreiter’s MCCS on shortened 100 52721778 56 61,5
elliptic codes 1000 127 389 928 56 62,1
Table 3. Dependence of the cryptogram formation complexity in different GF(2")
GF(2™) 3 4 5 6 7 8 9 10
1 0.5 (old) 817 2140 8706 10722 83000 207422 710920 52704
R 2 0.75 (old) 968 6282 11461 60760 210170 605005 1018079 | 103822
3 0.5 817 2140 8706 10722 83000 207422 710920 4572881
4 0.75 968 6282 11461 60760 210170 605005 1018079 | 5561379
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Table 4. The results of studies of the complexity of decoding cryptograms in various GF(2")

GF(2™) 3 4 5 6 7 8 9 10
1 0.5 (old) 120 680 2092 12397 127523 1203984 10637991 175645127
R 2 | 0.75 (old) 640 2378 7512 61246 136495 1494284 12768954 193648924
3 0.5 1280 | 11028 78634 760553 4566721 12948312 92516734 1.00E+09
4 0.75 5127 | 23674 | 277830 | 5220573 19768512 52694229 10637991 175645127
Is
9 9,00E+07
Ik g 8,00E+07
7 —RA4 7,00E+07
6 6,00E+07 —R1
5 R3 5,00E+07 R2
; 4,00E+07 —h3
) R2 3,00E+07 —R4
2 2,00E+07
- —R1 4 pop+o7
1 1,00E+01
3 5 7 9 11 13m 15 0 2 4 6 8 10 o
Fig. 1. The dependence of the cryptogram formation Fig. 2. The dependence of the cryptogram decoding
complexity in different GF(2™) complexity in various GF(2")

Analysis table 3, 4 and Fig. 1, 2 showed that further
reduction of the Galois field power leads to a significant
decrease in the complexity of formation (= 3 times) and
decoding (= 5 times) of the cryptogram.

In tablt 5 and Fig. 3 shows the results of studies of for non-systematic coding:
the complexity of hacking by the method of decoding

Ok =(r+1)x(2 q+q+1—1/2k)+0(1

—K%

XLJ;
Ky

decoding in various GF(2"). Og = O = (k+1)><(k+1)><(2 g+q+l —1/2k)+
The complexity of forming a codogram is "
determined by the expressions: 40 1-K¢ % L
- for shortened MES (when implementing systematic K,
coding, the following expression is defined): '
Table 5. The dependence of the complexity of hacking over GF(2™)
GF(2") 3 4 5 6 7 8 9 10
1 | 0.5(old) 2.868 4.843 6.22 7.891 8.995 10.37 11.74 13.19
R 2 | 0.75(old) 4.867 6.613 8.03 12.245 13.13 15.16 17.18 19.23
3105 8.234 12.647 14.742 18.767 21.102 24.05 27.002 29.95
4 10.75 9.764 13.32 16.892 19.76 22.93 26.11 29.302 32.484
OK 50
45
40
35
—RI1
30
25 -
—R3
20
15 —R4
10
5
0
0 2 4 6 8 10 m

Fig. 3. The dependence of the complexity of hacking over GF(2") (peer decoding)
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Analysis of fig. 3 showed that reducing the power
of the field to 26 did not lead to a significant reduction
in the complexity of cracking a cryptogram using the
method of decoding decoding.

The complexity of forming a codogram is
determined by the expressions:

— shortened MES: for systematic and non-
systematic coding, respectively, is determined by the
expressions:

_xu
Ok =(r+1)x(2 q+q+1—1/2k)+0(1 KI;C XLJ;

Og = (k+1)x(k+1)x(2 q+q+1—l/2k)+
u
+O(1_KC XLJ.
Ky

The complexity of solving the problem of analysis
(decoding) we define the expression:

Ok, =N 2g+q+1-1/2k)xr+Np v (Ng)

noxp X (

The complexity of decoding
determined by the following expressions:

codogram is

2
Osk = 2x(2Jq +q+1-1/2k) +1/2k> + 4% +
2 2
+(t +t-2)

2 +0((oc—leogk)/ )

In tablt 6 and Fig. 4 shows the results of studies of
the complexity of hacking and the complexity of coding
for different speeds R in different GF (2m).

In tablt 7 and Fig. 5 shows the dependence of the
volume of open key data for various indicators of
sustainability.

Analysis of the results of the table 6, 7 and Fig. 4, 5
clearly demonstrates why an increase in the relative data
transfer rate was obtained: the amount of key data in the
proposed Niederreiter crypto-code structure on modified
(shortened) elliptic codes is half as much as on binary
codes in the classic Niederreiter’s ACCS.

In table 8 shows the results of studies of the
capacitance  characteristics in  the  software
implementation of the power field.

The resulting table 8 shows the number of group
operations of the Niederreiter’s ACCS software
implementation when building on elliptic and modified
(shortened) elliptic codes depending on the field
strength.

K{xL

Table 6. Hacking complexity and coding complexity for different speeds R

Ig(ls) 3 4 6 7 8 9 10
1 0.5 (old) 18.22 21.42 38.77 54.13 82.14 165.84 358.33 672.37
R 2 0.75 (old) 33.17 51.75 61.09 78.37 83.72 179.13 371.09 684.94
3 0.5 56.88 78.92 9491 120.83 182.39 276.27 459.81 783.46
4 0.75 58.03 80.52 104.56 128.79 189.74 287.33 476.52 794.28
lg(lk+)
200 1 / [ 1,00E+09
186 // 1
160 e —
" /4l o ———
126 // / / —r1] y / / e —RI1
" // / — 6,00E+08 —
- = ] . , —x
// / / 4,00E+08 v e
® F - //
40 2,00E+08
0 / //
o %/ 1,00E+01
i 2 4 6 g lalls) 0 10 20 30 2 so Il
Fig. 4. Summary of hacking complexity and coding Fig. 5. Volume dependence of open key data
complexity for various sustainability indicators
Table 7. Volume Dependencies of Open Key Data
lg(li+) 5 20 35 50
1 0.5(old) 30 2278137 12329538 22541273
R 2 0.75(old) 87 4351076 14097276 77520337
3 0.5 968 1034682 6126273 8602376
4 0.75 799 1897092 6832018 7027160
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Table 8. The dependence of the speed of the software implementation on the power of the field

(the number of group operations)

Cryptosystems 2° 28 2’ 28 2° 210
Niederreiter’s ACCS on ES 1x10’ 1,8x10’ 3,2x107 4,7x10’ 6,3x107 8,2x10’
Niederreiter’s MACCS 7 7 7 7 7 7
on shortened MES 1x10 1,7x10 2,9%10 4,4x10 6,2x10 8x10
Analysis table 6, showed that when implementing Transferring the key sequence using the
the Niederreiter’s ACCS over GF (210), 82.5x10° Niederreiter modified ACCS based on shortened codes
group operations are necessary, then the implementation  allows using open communication channels of

of MACCS on shortened MES over GF (2°) requires
17.7 —18.6 x 10° group operations, which is 4.5 times
less than when implemented in ES.

As can be seen from the dependencies shown in
Fig. 6, the proposed modified crypto-code systems
based on the Niederreiter TCS provide high rates of
robustness and reliability of the processed and
transmitted information. Their use will allow the use of
open channels of IP networks for the transmission of
confidential (commercial) information in real time,
providing the required indicators of security and
reliability.

Conclusion

Thus, a formal mathematical description of
modified crypto-code information security tools based
on Niederreiter’s TCS using algebrageometric block
codes based on shortening information symbols is
proposed, which allows developing practical algorithms
and conducting a study of the energy costs of their
implementation.

communication systems and significantly reducing the
volumes of key sequences stored by users of this
system.

The assessment of the complexity of the software
implementation of crypto-code information security
tools based on the Niederreiter TCS confirms the
assumption that the computational cost of calculating a
cryptogram / codogram is reduced, that key data (public
key) need to be stored by an authorized user. The use of
shortened elliptic codes allows you to increase the
amount of data transmitted by hr characters, while
ensuring the resistance of the cryptosystem when it is
formed in the GF field (26-28), which significantly
reduces the energy costs of its implementation, and
allows its use in mobile applications.

Conducted research on the use of the fraction of
the weight of the error vector allows, based on the main
indicators of the communication channels of the
communication system, to strengthen one of the
indicators of the integrated mechanism - reliability or
security.
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MaremaTu4yHa Mozeb MoaHGikoBaHOI KpUNITO-KO0BOI KOHCTPYKUil Hineppaiitepa
O. C. Hyranenko, X. H. P3aes, T. A. MameoBa

IIpeamerom BUBYEHHS B CTaTTi € Moamdikamis KpUNTO-KOmoBoi KoHCTpykuii Himeppaiitepa Ha HenBiHKOBHI Komax.
Mertoro € po3poOka MareMaTuyHOi Mozeni MoaM(iKOBaHOI KPHUITO-KOAOBOI KOHCTpYKuii Hinmeppaiirepa 3 BHKOpPHUCTaHHAM
ajreOporeoMeTpUYHNX OJIOKOBUX KOIIB 3 YKOpPOUYeHHsAM iH(opmauiiiHoi mocwiku. 3aBmaHHs: (opManizyBaTH HpOLEAYPU
(dopMyBaHHS KoiorpaMm i iX IOZaNbLIOrO PO3KOMYBaHHS; PO3POOMTH MaTeMaTUYHY MOJEIb KPUITO-KOIOBOI KOHCTPYKLIT
Hineppaiirepa, MoandikoBaHoi 3a IONOMOrol yKOpO4YeHHs iH(popMamiiHOi nocwiku 1 ¢ikcarii DomycTUMHX HO3MIIHHHX
BEKTOPiB MEPETBOPEHHS BIJIKPUTOrO TEKCTY HA OCHOBI DIBHOB@XHOro KoiayBaHHA. OTpHUMaHi HacTyNHI pe3yJIbTaTH.
JocnimxeHHs kpunTo-konoBoi koHcrpykuii Hineppaiitepa Ha MEC no3Bonunm BHSBMTH OCHOBHY IIPUYMHY HEMOMIIMBOCTI
MPaKTUYHOI peaizallii aropuTMiB PO3KOAYBaHHS IIPH BUKOPHCTAaHHI HEABIMKOBHUIA KOZIB B KJIacH4Hil cxeMi. Beranosneno, 1o
NOTPiOHO (hiKCYBaHHS IIIMHOKMHY BIAKPUTUX TEKCTiB, JUIS SIKMX IPOLEYpa JIOKaJIi3alii HOMUIKH, IPH 00paHUX BiJIIPaBHUKOM
MaTpuisix MackyBaHHS X, P 1 D (ocobuctuii xitod) He Moxke OyTH BHKOHaHA. 3 HOro JOMoMoror norpibHo "Biacistun" Habopu
BEKTOpPa IIOMHJIKH, SIKi HE JI03BOJISFOTh BUKOPUCTOBYBATH KIIACUYHUI BapiaHT pO3KOyBaHHs iH(pOpMalii Ha npuiMansHOMy 001t
IpY BUKOPUCTaHHI KiacuuHoi cxemu Hineppaiitepa Ha m-Hux kozxax. [Ipu noOynoBi MaTeMaTHYHOI MOJIEIN BPaXOBaHA BUSBJICHA
ocobnuBicTb. B pesynbraTi oTpuMaHa MaTeMaTHdHa MOZENb KpUNTO-KonoBoi koHcrpykuii Hineppaiitepa, moxudikoBana 3a
JIOIIOMOr'00  YKOPOUeHHsI iH(popMauiifiHoi nmocunku i dikcauii HOMyCTMMHX HO3MLIHHUX BEKTOPIB NEPETBOPEHHS BiJKPHTOrO
TEKCTY Ha OCHOBI PIBHOB&XXHOTO KoAyBaHHS. BuchoBku. HaykoBa HOBHM3HAa OTpPUMaHHUX pPe3yJbTATiB HOJSAra€ B HACTYITHOMY:
3aIpoIOHOBaHa MOIM(iKOBaHa MaTeMaTH4HAa MOJENb KPUITO-KoJo0Boi kKoHCTpykuii Hineppaiirepa 3abesnedye ii npakTuuHy
peaizanito. 3MEHIIECHHS IOTYKHOCTI MOJIS 1Py 1o0Y10B1 Ki1acuuHoi cxemu Hineppaiitepa 103BOJIsIE 3HU3UTH 00CAT HEepeaaHnX
JIAHUX LIIIXOM YKOPOUCHHS BEKTOpa MOMMIIKY Iepe]] GOpMyBaHHSIM CHHIPOMY IIiJl 4ac NEepeCcUIaHHs 1 BiJNIOBIHO €HEepreTuyHi
BUTpPAaTH Ha II peaii3aliio; OTPUMaIM MHOJNAIBIIMA PO3BUTOK BUKOPHCTAHHS KBAaHTOBO-CTIMKOIO 1 MEPCIEKTHBHOW B
BUKOPHUCTaHHI KPUITO-KOJ0BOI KoHCTpyKLUii Hineppaiitepa, BusiBieHa ocoONuBICTS 1 3arporioHoBaHa Moaudikanis 3ade3neuye ii
KOHKYPEHTOCIIPOMOXKHICTb.

Karw4dosi cnoBa: moxmudikoBana Kpunro-komoBa KoHcTpykuis Hineppaiitepa; MoxudikoBaHi ykopoueHi eninTH4HI
KOZIM; PIBHOBAaXXHE KOyBaHHS; iH(OpMalliiiHa CKPUTHICTb.

MaremaTu4eckasi MoieJIb MOAU(PUIIMPOBAHHON KPUNITO-KO10BOIi KoHcTpykumu Huneppaiitepa
A. C. Ipiranenko, X. H. P3aes, T. A. Mamenosa

IIpeamerom n3ydeHust B cTaThe SBISETCS MOAU(UKANNS KPUITO-KOZOBOH KOHCTpYKumu Huneppalitepa Ha HEJBOMYHBIX
komax. Ilenblo sBisercs pa3paboTka MaTeMaTHYECKOH MOAENM MOAU(UIMPOBAHHON KPHMITO-KOJOBOH KOHCTPYKIHMHU
Huneppaiitepa ¢ ucnons3oBaHueM anreOporeoMeTprHYecKUX OJIOKOBBIX KOJOB C yKOPOYEHHEM HH(OPMAIMOHHOW MOCHUIKH.
3agaun: QopmanuzoBarh mHpouexypbl (OPMHUPOBAHHS KOAOIpaMM M HX JAJIBHEHINEr0o pPacKOAMpOBAaHMS; pa3padoTaTsb
MaTeMaTHYeCKyl0 MOJIe]b KpPHUIITO-KOJOBOW KOHCTPYKIMH Huneppaitepa, MOAM(HUIMPOBAHHYIO C IOMOIIBIO YKOPOUEHHS
HUH(OPMAIIIOHHOH ITOCBIIKK M (PUKCAIIN JOIMYCTUMBIX TIO3HIOHHBIX BEKTOPOB IPEOOPa30BaHUs OTKPBITOrO TEKCTa HAa OCHOBE
PAaBHOBECHOr0 KoaupoBaHusA. [lomydeHsl ciexyromue pe3yJbTarsl. VccienoBaHust KpPUITO-KOAOBOM — KOHCTPYKLMH
Huneppaiirepa Hra MEC no3Bonwin BBISIBUTH OCHOBHYIO NMPUYHHY HEBO3MOXKHOCTH IPAaKTHUYECKOH pean3alliy alrOpUTMOB
PACKOIMPOBAHMUS P UCIIOIB30BAHUU HEJJBOMYHBIX KOJIOB B KIIACCHUECKOH cXeMe. Y CTaHOBJIEHO, uTo Tpebyercs GpukcupoBanue
MIOZIMHOXKECTBA OTKPBITBIX TEKCTOB, JUISI KOTOPBIX IPOLEAypa JOKATU3alUH OIIMOKH, IIPH BEIOPAHHBIX OTIPABHUTEIIEM MaTpHUIAX
MackupoBku X, P u D (yimuHbli Kir04) He MokeT ObITh BbINoOMHEHa. C ero IoMOIIBI0 HYXKHO “OTCesATh” Habophl BEKTOpa
OIIMOKH, KOTOPIE HE ITO3BOJISIIOT HUCIIOI30BATh KIACCHYECKHH BapHaHT PacKOAWPOBaHMS MHGOPMALMK HAa IPUEMHOH CTOpPOHE
TP MCIONB30BaHMH KilaccHIecKoi cxeMbl Huneppaiitepa Ha m-HbIX kofax. [Ipu mocTpoeHnr MaTeMaTHYecKOil MOJIeIH ydTeHa
BBISIBJICHHAs! OCOOGHHOCTb. B pesynbrare mnomydeHa mMaTeMaTH4ecKas MOJENb KPUIITO-KOAOBON KOHCTpykumu Huneppaiirepa,
MOAN(HUIMPOBAHHAS C MOMOIIBI0 YKOPOUSHHUST HH(POPMAIIIOHHOM MOCHUTKU U (PUKCAIMU JOIMYCTUMBIX ITO3UIMOHHBIX BEKTOPOB
MpeoOpa3oBaHus OTKPHITOrO TEKCTAa HAa OCHOBE DPAaBHOBECHOTO KOAMpPOBaHUA. BbIBogbl. HaydHas HOBH3HA IONYyYEHHBIX
PE3yNIBTaTOB COCTOMT B CIEIYIOIIEM: IIPEUIOKEHHas MOIM(PUIMPOBAaHHAs MaTeMaTHdeckas MOJEiIb KPUITO-KOJLOBOH
koHcTpykumu Hupneppaiitepa obecrieunBaer ee MPakTHYECKYIO peallM3alidio. Y MEHBIIEHHE MOIIHOCTH IIOJS IIPU IOCTPOCHUU
KJIaccH4eckoil cxembl Huneppaiitepa HO3BONISIET CHU3UTH O00BEM IEpelNaHHBIX JAHHBIX ITyTEM YKOPOYEHHUsS BEKTOpa OLIMOKH
nepes; GOpMHPOBAHUEM CHHAPOMA Ha CTOPOHE OTIIPABHTENS M COOTBETCTBEHHO PHEPreTHUECKHE 3aTpaThl HAa €€ Peall3aluio;
TIONYYIIIN JajibHeiIee pa3BUTHE UCIIONB30BaHNE KBAHTOBO-YCTOMYMBOW U MEPCIIEKTHBHOW B UCIIONB30BaHUU KPHIITO-KOJIOBOW
KOHCTpYKIMM  Hupjeppaiitepa, BBISBICHHass OCOOCHHOCTh W IpeUIOKEHHas  Moau(UKaims  oOecrnednBaeT  ee
KOHKYPEHTOCIIOCOOHOCTb.

Kaoudesbpie cioBa: MomupHUUUPOBaHHAs KPUITO-KOAOBas KOHCTpykuus Hupneppaiirepa; MoxuduuupoBaHHbIe
YKOPOUEHHBIE JUIMITHYECKUE KOJIbl; PABHOBECHOE KOAMPOBAHHE; MH(POPMAIIMOHHASL CKPBITHOCTb.
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