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Abstract. The paper objective is to determine the basic schemes and their characteristics for ensuring the security of
Internet of Things nodes using symmetric authentication cryptographic microcircuits. The main results that had been obtained
by using method of structural and functional design represent potentially possible options for using symmetric authentication
cryptomicrocircuits to ensure the protection of Internet of Things nodes. The analysis of the presented schemes’ functioning
made it possible to form the following conclusions. The host-side private key storage authentication scheme provides a fast
symmetric authentication process, but requires secure storage of the private key on the host side. The simplest authentication
scheme without storing a secret key on the host side, which does not imply the use of a cryptographic chip on the host side,
provides a fast symmetric authentication process, but has a relatively low cryptographic strength, since the interaction in the
system is performed without a random component in cryptographic transformations, which assumes constant the nature of
requests in the system, and, consequently, the possibility of cryptanalysis of messages. To increase the cryptographic strength
of such a scheme, it is advisable to introduce into the interaction system a random component in cryptographic
transformations and use additional hashing procedures with an intermediate key, which leads to the complication of the
scheme due to double hashing, but significantly increases the level of information security of 10T nodes. Downloading
software in the system is implemented using secret encryption and authentication keys, which are permanently stored in the
secure non-volatile memory of cryptographic chips of 10T nodes. In this case, session keys for encrypting the firmware code
or decrypting it are generated on the client and host side, respectively. This approach allows creating unique downloads of
the original firmware code (application) by preventing cryptanalysts from obtaining its images and algorithms. The
peculiarity of the scheme of exchange of symmetric session encryption keys of messages are: use of a secret key stored on
the side of the host and the client; the determination of the session key is performed as a result of hashing a random number
with a secret key, that is, the exchange of the session key is performed in an encrypted secure form.
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Introduction

With the implementation of the Internet of Things
(loT), the solution of universally important social
problems is expected: improvement of people's way of
life; increasing the quality of medical services; ensuring
reliable public safety; improvement of management
processes; job creation; creating special opportunities for
business, increasing productivity and competitiveness.

The projected number of devices (things) that will
be connected to the Internet is constantly growing, so
the size of the address space has already changed from
32 bits in IPv4 (4.3 billion unique addresses) to 128 bits
in IPv6 (3.4x10% unique addresses). In addition, hillions
of already installed sensors and devices are still not IP-
compatible.

When it comes to protecting such systems,
"encryption”" is often equated with the term "security",
although it is only one element of security. To create a
secure environment, you must first identify and identify
the elements connected to the network. First, you need to
determine who exactly wants to connect to the network,
so encryption without prior authentication allows you to
protect only those who should not be online.

Network security is provided by various switching
and network technologies at different levels, sets of
protocols used in the network. However, they should not
be considered as a means of ensuring comprehensive

end-to-end security of the connection. The level of the
entire system’s security iS determined by the level of
security of the weakest link, which is the weakest link
of the entire security system.

Obviously, the main problem with the introduction
of the Internet of Things is the personalization of
devices using unique IDs, MAC addresses, keys and
certificates in order to ensure the security of their
operation on the network.

Using of a certain protection scheme has particular
difficulties that have to be solved by either the
equipment manufacturer or the end consumer. Someone
must take the cost of solving the problem of
personalization and the connection process. This can be
a device manufacturer, service provider or customers
with their own demand to connect ready-made
equipment. The complexity of these processes makes
them a weak chain in network security.

The offered article is focused on research of
potential possibilities of using the technical decisions of
personalization in system of the Internet of things.
These solutions provide additional tools to ensure the
highest level of security, with minimal additional costs.

Literature analysis. Nowadays, 10T devices are
present in many environments, such as agriculture,
housing automation, transportation, industry, defense
and public safety, energy efficiency programs, health
care, where security issues can pose a risk to human
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security and privacy [1-6]. Many authors who analyze
these unsecured systems pay attention to the problem of
IoT authentication, in particular: development of mutual
authentication protocols [3], blockchain-based IoT
authentication [7, 9], multifactorial and continuous loT
authentication [8], etc.

Analysis of works in this field shows that the
applying of authentication methods requires further
research to determine the most secure (reliable)
technologies for access to 10T nodes.

Currently, great attention in the 10T system is paid to
the security of stored, processed and transmitted data,
protection against copying of intellectual property and
digital content, as well as protection against cloning of the
final 10T [2, 14]. It should be noted that receiving
confirmation from a node to access it (authentication)
becomes a decisive factor in ensuring the security of the
Internet of Things. In addition, 10T devices bring a new
paradigm to network interaction, a distinctive feature of
which is almost no interaction with humans, because they
are very compact, limited in computing and energy
resources. It is advisable to consider the following
parameters for a quality choice of tools to provide access to
0T objects: a new paradigm of 10T network interaction;
the possibility of using modern microcontrollers and
additional cryptographic accelerators (crypto accelerators);
a variety of built-in interfaces, protocols and cryptographic
algorithms with hardware support.

The aim of the article is to study approaches to
use cryptographic chips to ensure secure authentication
of Internet of Things nodes using symmetric
cryptography procedures.

1. Technology for Internet of things security.
The Internet of Things is a network consisting of
interconnected physical objects (devices). These devices
have built-in microcontrollers, sensors, and software
that allows transferring and exchanging data between
them over communication protocols. It means the
Internet of Things is a network of physical objects that
have built-in technologies for interaction with the local
or global computing environment [13, 18].

In general, from the information and
communication point of view Internet of Things means
a set of the following components, which is described as
a symbolic formula [17]:

IoT = Microcontrollers (sensors) + Data +
Network + Services.

10T is a network of various 10T nodes connected to
the Internet, which implement different models of
interaction:

1) "Thing-Thing";

2) "Thing-User";

3) "Thing-Web Object".

IoT nodes are connected by wired and wireless
communication lines and interact under the control of
microcontrollers, which are built into physical objects.
These interconnected 10T objects have a programming
and identification function that provides the IoT
network with data and executes commands received
from data centers or from a user who interacts with
them through a computer, cell phone, car system, smart
device or another platform.

IoT network is based on the concept of "vague
computing» in order to obtain greater efficiency and
high performance. Fog Computing — is a model of
computing and storing data between terminals (nodes
10T) and traditional cloud computing centers, and any
device having computing resources can be a fog node.

In this case, the centers of computing will be
called "hosts". A host can be understood as:

1) Computer system or device that has a
connection to a local network or to a network and the
Internet and is an integral part of this network (network
node);

2) Computer server that contains a resource and
provides access in a client-server format;

3) Computer program that provides services to
other programs and applications. Hosts interact with loT
endpoints (called “clients™) to solve their functional
tasks.

Integrated security level on a route "client-host" has
the following objectives: 10T node authentication;
creation and exchange of session encryption keys; data
encryption; secure storage of keys and data; key and
certificate management; data integrity and confidentiality;
software download protection and password protection
from copying and reading when logging in.

It is known that security measures involve three
main elements (in English literature they are denoted by
the abbreviation CIA — Confidentiality, Integrity,
Authenticity) [2]:

— Authenticity — the sender of the message must be
identified, it means be who he claims to be;

— Integrity — the message one have sent should not
change during transportation to the destination;

— Confidentiality — data stored or transmitted
should be available only to authorized persons or
intended facilities.

In general, main task of CIA is to ensure the
security of loT nodes, while remaining within the
available resources in terms of processing power,
memory and power supply.

The negative impact on the security of the loT
node is possible in four ways:

1) Over a network through the following results:

— Network scanning using web tools (such as
Shodan) to detect unprotected sites;

—Poor generation of random
cryptoalgorithms;

— Use of malicious software;

— Updating the firmware of the original software
with code written by an attacker;

- Violation of security at the transport layer of
cryptographic protocols SSL/TLS (Secure Sockets
Layer/Transport Layer Security);

2) Through external ports including through the
unused port and providing access to the site 10T;

3) With the help of proximity attacks one can
extract information about cryptographic keys by
measuring the level of radiated interference or vibration
on an unprotected device;

4) By physically penetrating the device, trying to
investigate the internal circuits of the device or the
contents of the internal memory.

numbers in
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It should be remembered that the consequences of
a successful attack can put at risk the network as a
whole, it means, everything connected to it. Therefore,
the comprehensive security of 10T nodes should protect
against all these methods of attacks. There are a number
of ways to support important elements of the CIA [10]:

— Authenticity — by identifying the identity of any
user or any additional device that tries to connect to the
node;

— Integrity — by using the message authentication
code (MAC) to confirm the invariability of the message
along the route;

— Confidentiality — achieved by encrypting the
message.

In addition, measures can be taken to protect
against contactless attacks, which are practical in nature
and can be implemented throughout the system or only
in a single 10T node [10]:

— Storage of keys in the protected Flash - memory
without possibility of electric access to keys;

- Shielding system to limit electromagnetic
radiation;

— Introduction of special schemes to prevent
attempts to control the supply voltage or other signals;

- Encryption of key information in the repository
so that it is not possible to open it with physical access
to the built-in Flash - memory;

- Reducing the number of external ports.

It is also extremely important to protect
cryptographic keys throughout their life cycle — from
generation, use, storage to destruction. The tested
methodology is the use of hardware security modules
(HSM), which store keys in encrypted form and in
secure equipment. All transactions encrypt and decrypt
data that comes from outside, occurring within the
device. Thus, cryptographic keys never leave a secure
perimeter inside the device in which they were created.

Authentication can be performed in two main
ways: symmetric and asymmetric. The main difference
between them is how secret keys are used. If the same
key is used on both the host side and the client side, the
authentication is symmetric. If a mathematically related
pair of public and secret keys is used, the authentication
is asymmetric.

The Advanced Encryption Standard (AES)
symmetric block encryption algorithm was adopted by
the US government as a standard in a 2002 through the
competition between technology institutes (128-bit
block size, 128/192/256-bit key). It is an international
block encryption standard ISO/IEC 18033-3:2010 and
has replaced the Data Encryption Standard (DES),
which no longer meets network security requirements.

The main advantages of the AES algorithm
include:

1) Scattering — changing any key character or
plaintext affects a large number of ciphertext characters;

2) Mixing — the transformations that are used make
it difficult to obtain statistical relationships between
open and closed text;

3) Byte-oriented structure, which gives good
prospects for the implementation of the algorithm in
future processors;

4) High speed on different platforms;

5) Not prone to many types of cryptanalytic
attacks, such as: differential cryptanalysis, linear
cryptanalysis, cryptanalysis based on related keys (there
are no weak keys in the algorithm).

There are three ways to implement encryption
according to the AES algorithm [19]:

1) Software implementation — focused on the bit
rate of the platform and uses mathematical
optimizations and calculated substitution tables;

2) Hardware implementation — used extensions of
the command system and special instructions for
modern microprocessors, which allow performing some
hardware operations, which significantly speeds up the
process;

3) Implementation with the use of a video card -
the resources of graphics accelerators are used to
perform parallel encryption or decryption.

Asymmetric  cryptography  based on the
cryptographic algorithm with RSA (Rivest Shamir
Adleman) public key, ECC (Elliptic Curve
Cryptography) is a powerful tool, but it requires much
more processing power for encryption and decryption
compared to symmetric algorithms DES, AES block
encryption. Therefore, the use of algorithms with public
key was found as not very effective to transfer each
encrypted data packet through the Internet. As a result,
using of asymmetric cryptography was limited to the
exchange and calculation of symmetric session keys,
which are used to encrypt and decrypt data streams in
the Internet [15].

The security of the RSA cryptosystem is based on
the problem of integer factorization, and ECCs are
based on elliptic curves over finite fields. To ensure the
required level of cryptocurrency, the ECC system uses
keys of much shorter length than the RSA system. This
emphasizes the effectiveness of their use in the field of
Internet security as devices with very limited resources.

The basis for building cryptographic systems are
random sequences, which can be obtained using random
number generators. The cryptographic stability of the
data encryption tool significantly depends on the quality
of randomness of these sequences, which are used to
generate cryptographic keys, key information and
system parameters of the cryptographic system.

Random number generators as well as sequences
obtained with their use can be divided into two classes:

1) Random (physical, hardware) — random
sequences with high-quality randomness;

2) Pseudo-random (algorithmic, software) — pseudo-
random sequences that have a period of repetition.

The creation of effective random sequence
generators, as well as the evaluation of their statistical
properties is one of the important and separate areas of
cryptography research [12].

Today, hardware information security is becoming
more widely used, despite the fact that they are much
more expensive compared to similar software. The main
advantages of such security include [16]:

1) The presence of a hardware built-in random
number generator, which provides the generation of
more reliable keys of crypt algorithms;
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2) Cryptographic  keys are  stored and
cryptographic procedures are performed on the data in a
secure cryptographic chip, not in the computer's RAM;

3) The ability to distinguish between the processes
of protection of information from unauthorized access
and access to a computer;

4) Use a specialized microprocessor function to
perform cryptographic transformations, which reduces
the load on the computer's CPU;

5) Guaranteeing the integrity of the cryptographic
transformation algorithms implementation, because
cryptographic software by modifying the program code
can change the structure of the cryptoalgorithm;

6) Increase the speed of data encryption /
decryption.

Due to certain advantages of hardware protection
of information and the requirements of the development
of security technology for the use of the Internet of
Things, there is a need to create cryptographic
accelerators (cryptoaccelerators) — specialized modules
in general purpose microprocessor Kits.

A feature of cryptoaccelerators is that they operate
separately from the core. Thus, the microcontroller core
can use its resources to perform other tasks. In addition,
cryptoaccelerators, unlike standard interfaces (SPI, 12C,
UART, USB, etc.), have specific implementations
depending on the model and family of microcontrollers,
which complicates the optimal choice for a particular task
[18]. The use of cryptographic accelerators increases the
speed of encryption by the AES algorithm compared to
its software implementation in 8/16-bit microcontrollers
by 10-20 times, and in 32-bit microcontrollers — up to 150
times. At the same time, the speed of hash algorithms
SHA-256 with hardware implementation in 32-bit
microcontrollers increases 100 times, and for hash
algorithms HMAC — up to 500 times [11].

It should be noted that the trend towards a
comprehensive security solution is observed in 32-bit
microcontrollers. They also provide the ability to
securely generate and store keys, support electronic
certificates and signatures, secure download of firmware
(applications).

Let us analyze the potential applications of
cryptographic chips of the CryptoAuthentication family
for the security of the Internet of Things using
symmetric cryptography procedures. Such procedures
should include:

— Symmetric authentication with and without
storage of the secret key on the host side;

— Symmetric authentication according to the
scheme with an intermediate key and without storing the
secret key on the host side;

- Creation and exchange of session keys of data
encryption;

— Secure storage and transmission of data using
symmetric encryption;

— Password protection from copying and reading
when logging in;

— Protection of downloading the original firmware
code (application) wusing secret encryption and
authentication keys.

2. Symmetric authentication with storage of the
secret key on the host side. For symmetric
authentication tasks with mutual authorization between
the host and the device, both sides use the same secret
key encryption. This secret key is pre-programmed into
the protected memory of cryptographic chips of
symmetric authentication on the host and client side
(Fig. 1). The host sends the client a random request
number from the Random number generator (RNG),
which is created by the built-in random number
generator of the chip.

Message digest
(Hash sum)

Message digest

Secret key

1
|
(Hash sum) |,
1
1
1

Fig. 1. Symmetric authentication with storage of the secret key on the host side

Upon receiving this request, the client submits it to
the input of the hash algorithm (Hash function) together
with the secret key, which is stored in the protected
memory of the chip. The result is a message digest
(hash sum) of the message, which is also called the
message authentication code, or MAC. The message is
forwarded to the host, where it is compared to a
message received in the same way on the host side. If
the client and host digests match, the client is
considered verified, i.e. the client has been
authenticated.

The main features of such an authentication
scheme:

1) Fast process of symmetric authentication;

2)  Cryptographic  chips  of  symmetric
authentication on both sides provide secure storage of

secret keys. The disadvantage of this scheme is the
storage of the secret key on the host side [14].

3. Symmetric authentication without storing a
secret key on the host side. Symmetric authentication
can be performed without storing secret keys on the host
side, ie without a cryptographic chip on the host side.
This approach is called "fixed request". In this case, the
host no longer uses random numbers. Instead, certain
pairs of pre-calculated numbers are used (query values
and corresponding responses that are written to the non-
volatile memory of the microcontroller on the host side).

However, this method has a relatively low
cryptographic resistance, as the request has no random
component and the cryptanalyst can use a logic analyzer
on the information exchange bus to intercept messages
and reveal secrets.
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Advantages of the approach: fast process of
symmetric authentication; no cryptographic chip on the
host side is required, the host performs the
authentication function under the control of the
microcontroller; it is not necessary to securely store
secret keys on the host side. The disadvantage of this
scheme is low cryptocurrency.

4. Symmetric authentication according to the
scheme with an intermediate key and without storing
the secret key on the host side. This approach is
implemented by an additional hashing procedure with
an intermediate key (Fig. 2).

Message digest
(Hash sum)

Message digest
(Hash sum)

Yes ¢ Message digest
(Hash sum)

Fig. 2. Symmetric authentication according to the scheme
with an intermediate key and without storing
the secret key on the host side

As in the previous case, the values of the requests
and pre-calculated and related responses are pre-written
to the non-volatile memory of the host microcontroller.
But now these answers become Intermediate keys. The
process begins with a request (Request), which the host

Original
application code

sends to the client. This request is hashed (Hash
function) in the cryptographic chip on the client side
with a secret key (Secret key). The received digest
(Message digest), which will be an intermediate key,
then hashes again, but with a random number (RNG),
for example, a combination of current values of date and
time, which is generated by the host and sent to the
client. The re-received digest (Message digest) is a
client response that is sent to the host and compared
there with the digest received by the host by the same
calculations with the same data. If the digests coincide,
the client is considered verified. Note that in this
scheme, the client's response will be new each time,
because the random number (RNG) is different each
time. This significantly increases the level of
information security of the system - now the use of a
logic analyzer will not give the cryptanalyst the desired
result. Thus, the host request has a random component
and as a result the client forms a response that is not
repeated. Therefore, the level of cryptocurrency is
significantly increased, and the storage of the secret key
is on the client side and does not require secure storage
of secret keys on the host side.

5. Protection of downloading the original
firmware code (application) using secret encryption
and authentication keys. This approach uses the
encryption of the original firmware code (application)
and the generation of authentication code on the host
side and includes operations of decryption,
authentication and download of source code on the
client side (Fig. 3).

Decrypted
application code

Flash

memory

Initial sequence

key

Authentication secret
key

Application
code digest

|
|
|
|
|
|
|
|
|
|
|
|
| . .
| Secret encryption
|
|
|
|
|
|
|
|
|
|
|
|
|

Digest decrypted
application code

Authentication

Client
secret key b

MAC

Fig. 3. Protection of firmware code download (application) with secret keys

The encryption process on the host side is
performed by hashing (Hash function) of some initial
sequence (Initial sequence) together with the secret
encryption key (Secret encryption key). The resulting
digest of the initial sequence will be a session
encryption key (Encryption key) for the symmetric
encryption algorithm. The result of this conversion will
be an encrypted firmware (application) code, which
together with the initial sequence will be transmitted to
the client side so that it can be decrypted.

Obtaining the MAC is done by hashing (Hash
function) of the original application code (Original

application code). As a result, the digest of the
application code (Application code digest) is
determined, which is then hashed together with the
secret authentication key (Authentication secret key).
The resulting digest is a MAC and is sent to the client.
On the client side, the received encrypted code is
first decrypted, and then its authentication is performed
to confirm the authenticity. To decrypt the code, the
initial sequence (Hash function) is hashed together with
the secret encryption key, which is also stored on the
client side. The result of hashing is a decryption key,
which, of course, coincides with the encryption key.
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This key restores the Decrypted application code. The
process of obtaining a MAC on the client side follows
the same procedure as on the host side. If the client-side
MAC (Client MAC) matches the MAC obtained from
the host, the resulting source code (Decrypted
application code) is considered valid and can be loaded
into Flash memory for execution.

Thus, this approach allows you to create unique
downloads of the original firmware code (application)
using secret encryption and authentication keys. In this
case, the session keys for encrypting the firmware code
or decrypting it are formed on the client and host side,
respectively. This approach allows creating unique
downloads of the original firmware code (application)
by preventing cryptanalysts from obtaining its images
and algorithms [14].

6. Creating and exchanging session encryption
data keys. A data encryption session key is a parameter
for cryptographically converting data into a single
communication session. The session key is limited in
time and is typically used to encrypt and decrypt within
a single communication session. This is due to the fact
that encrypting with the same key several ciphertexts
increases the probability of compromising the key, i.e.
increases the possibility of cryptanalysis of data in the
system.

IHash

function

Decryption
algorithm

Daia
encrypted

Digest (MAC

Data
decrypted

Fig. 4. Exchange a symmetric message encryption session key

Session key exchange begins with random number
generation using the built-in RNG random number
generator. This number, along with the Secret key
stored in the host's secure memory, is hashed using a
hash function to produce a digest (Digest MAC). The
first or second 16 bytes (128 bits) are taken from the
received digest, which become the session key of AES
encryption. This key can be used to perform the
procedure of encrypting the required source data (Data
encrypted) according to the AES-128 algorithm.

The encrypted data and the random number are
then forwarded to the client side and used to recover the
session key using the same secret key stored in the
client's secure memory.

Since the secret keys are the same on both sides,
the hash operation with the same random number on
each side will result in the same digests. Also on the
client side, the first or second 16 bytes of the received
digest are taken as a session key for the AES-128
algorithm. This key is used to decrypt the received
encrypted data by executing the decryption algorithm
AES-128.

Thus, the exchange of a symmetric session key
encryption of messages is performed on the basis of
generating a random number on the host side, using a
secret key stored on the host side and the client. The

encrypted

session key is defined as the result of hashing a random
number with a secret key and extracting a certain part
from the digest obtained by the hashing result. To
ensure security, the transmission of the session key to
the client side is performed as a result of encrypting
some data with the session key. The allocation of the
session key on the client side is carried out according to
the same scheme as on the host side - based on a
random number and a secret key. The peculiarity of this
methodology is that the session key is changed for each
session, which increases the level of security. This
methodology can be implemented using cryptographic
chips of symmetric authentication ATSHA204A [14].

7. Secure storage and transmission of data
using symmetric encryption. In the operation of
distributed data collection and processing systems
connected to data banks on remote servers or cloud
storage, secure from the point of view of information
security data exchange is very important. It involves the
use of a proven and reliable encryption algorithm and
encryption keys, which must be stored in a secure place.
The capabilities of cryptographic devices in this sense
look better compared to traditional software-based
solutions.

Let the remote client obtain confidential
information from the host. This information must be
encrypted beforehand. However, for further decryption
on the side of the remote client it is necessary to have a
decryption key. There is a task of sending it on the same
communication channels without the risk of disclosure.
CryptoAuthentication chips can help solve this problem.

Symmetric encryption is used for this purpose
(Fig. 5). The information intended to be sent to the
client is encrypted on the server side by a fast
symmetric AES algorithm. The session encryption key
for this operation is formed by hashing some initial
sequence (random number) and a secret key, which is
securely stored on the encryption side. Encrypted data
(Encrypted file) and Initial sequence are stored on the
server, and the session key is destroyed.

The initial sequence and encrypted data (file) are
then sent to the client. The encrypted file is received by
the client's system microcontroller, and the initial
sequence is received by the CryptoAuthentication chip,
which stores the same secret key as the remote host.
This initial sequence is hashed in the secure hardware
environment of the cryptographic device with the secret
key. The result of the hashing will be a session key,
with which the decrypted file will be decrypted
according to the AES symmetric encryption algorithm.

IHash
function

Decryption
algorithm

Data

Digest (MAC)

Data
decrypted

_____________________________________________________________

Fig. 5. Secure data storage using symmetric encryption

Note that the provided scheme of secure storage
and transmission of data using symmetric encryption is
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very simple. Another cryptographic chip from the
CryptoAuthentication family is added to the system,
which can also be used to store other small amounts of
sensitive data.

8. Password protection from copying and
reading when logging in. Sometimes it is necessary to
compare the password entered into the system with the
reference value stored in it, so that the password can not
be copied or read. Since the firmware of the standard
microcontroller can be hacked, in such cases it is
recommended to store both the password in a secure
hardware environment and to compare the value of the
entered password with the reference, i.e. to perform
authentication.

CryptoAuthentication family cryptographic chips
can be used for this purpose. In the example in Fig. 6,
the cryptographic device sends a request to the
microcontroller in the form of a random number at the
time when the password begins to be entered into the
system from the outside. This random number is
generated (RNG) and then hashed (Hash function) in the
cryptographic chip with the reference value of the
password, which is stored in its protected independent
memory.

Password

Message digest
(Hash sum)

Message digest
(Hash sum)

©

Fig. 6. Password protection from copying
and reading when logging in

After entering the password into the system, the
microcontroller hashes the obtained value with a
random number sent to it in advance from the
cryptographic chip. The received second digest is sent
from the microcontroller to the cryptographic device,
which compares it with the already calculated first
digest. When they match, the entered password is
considered valid, the cryptographic chip signals the
microcontroller, thus allowing the system to work.

A feature of the scheme is the secure storage of
system passwords, inexpensive, reliable and easy to
implement solution.

Conclusions. Conclusions. Thus, the level of
complex security of the Internet of Things on the route
"client-host" solves the following tasks: symmetric or
asymmetric  authentication of interacting system
devices; creation and exchange of session encryption
keys; storage of encryption keys; data integrity; data
confidentiality; software and data download protection.

Asymmetric cryptography based on RSA, ECC
public key cryptographic algorithms is a powerful tool,
but it requires much more computing power to encrypt
and decrypt data compared to symmetric DES, AES
block encryption algorithms.

Analysis of basic symmetric
schemes is characterized by the fact that:

authentication

1) The authentication scheme with storage of the
secret key on the host side provides a fast process of
symmetric authentication, but requires secure storage of
the secret key on the host side;

2) Authentication scheme without storing a secret
key on the host side, i.e. without a cryptographic chip
on the host side, provides a fast process of symmetric
authentication, but has a relatively low cryptographic
stability, as the interaction in the system is performed
without a random component in cryptographic
transformations;

3) To increase the cryptographic stability of the
scheme of paragraph 2, it is advisable to introduce into
the system of interaction of a random component in
cryptographic transformations and the use of additional
hashing procedures with an intermediate key.

Downloading the original firmware to the system
is done using secret encryption and authentication keys,
which are stored permanently in the protected non-
volatile memory of cryptographic chips on the client
and host side. In this case, the session keys for
encrypting the firmware code or decrypting it are
formed on the client and host side, respectively. This
approach allows you to create unique downloads of the
original firmware code (application) by preventing
cryptanalysts from receiving its images and algorithms.

The peculiarity of the scheme of exchanging
symmetric session keys encryption of messages is:

1) Execution based on the generation of a random
number on the host side and the use of a secret key
stored on the host and client side;

2) The session key is defined as the result of
hashing a random number with a secret key and the
selection of a certain part of the digest obtained by the
hashing result;

3) To ensure the security of the transmission of the
session key to the client is performed by encrypting
some data with the session key;

4) The allocation of the session key on the client
side is carried out on the same as on the host side based
on a random number and a secret key.

In the operation of distributed data collection and
processing systems connected to data banks on remote
hosts, secure from the point of view of information
security data exchange involves the use of a proven and
reliable encryption algorithm and encryption keys,
which must be stored in a secure place.

The capabilities of cryptographic devices in this
sense look better compared to traditional software-based
solutions.

Fast symmetric AES encryption is used for secure
data storage. In this case, the session encryption key for
this operation is formed by hashing some initial
sequence (random number) and a secret key, which is
securely and securely stored on the encryption side.
Transmission of confidential data over the network is
possible in an encrypted file. The encrypted file on the
receiving side is received by the client's system
microcontroller, and the initial sequence is received by a
cryptographic chip, in the memory of which the same
secret key is stored as on the remote host. This initial
sequence is hashed in the secure hardware environment
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of the cryptographic device with the secret key. The
result of the hashing will be a session key, which will be
used to decrypt the file using the symmetric AES
encryption algorithm.

This scheme of secure storage and transmission of
data is very simple. Another cryptographic chip from
the CryptoAuthentication family is added to the system,
which can also be used to store other small amounts of
sensitive data.

To securely store system passwords, you must
store them in a secure non-volatile memory of the
cryptographic chip, as the firmware of a standard
microcontroller can be cracked. In this case, the
comparison  of passwords entered into the
microcontroller with the reference stored in the memory
of the cryptographic chip, it is advisable to perform in a
secure environment, as well as comparing the results of
hashing these passwords with a certain random number.
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IToTeHuiiiHe 3acTOCYBaHHS aNapaTHO 3aXULIEHUX MiKPOCXeM CHMETPHYHOI aBTeHTH(]iKkanii
AJ1s1 3a0e3ne4eHHs1 0e3leKH iHTepHeT peyveii

I1. C. Knimymns, T. M. Comnsauk, T. I1. Komicauk, O. O. MoxaeB

AHoTanisi. MeTol0 po6OTH € BH3HAYCHHS OCHOBHHMX CXEM Ta IX XapaKTepHCTHK I yOe3ledeHHs BY3JIB iHTEpPHET
pedell 3 BHKOPHCTaHHSIM KPHUNTOrpadidHMX MIKpOCXeM CHMeTpHuYHOI aBTeHTH(]ikarii. Pesyabratamm pobortu, mo Oyimn
OTpHMaHi 3a JIOTIOMOTOI0 METO/Y CTPYKTYPHO-(QYHKI[IOHATEHOTO IPOEKTYBAHHS, € IIOTEHIIITHO MOXKJINBI BapiaHTH 3aCTOCYBaHHS
KPINTOMIKPOCXEM CHMETPHUYHOI aBTeHTH(IKawil i 3a0e3MeUeH s 3aXUCTy BY3JiB IHTEpPHET pedeld. AHami3 (QyHKUIIOHYBaHHS
MPECTaBICHUX CXEM JI03BOJIMB CPOPMYyBaTH HACTYIHI BUCHOBKH. Cxema aBTeHTH(IKaIi] 31 30epiraHHsIM TAEMHOTO KII0Ya Ha
CTOPOHI XO0cTa 3a0e3medye MIBHIKHHA MPOIEC CHMETPUYHOI aBTCHTH(]iKamii, ajle BUMarae 3axXHIICHOTO 30epiraHHs Ta€MHOTO
KIIFoYa Ha cTOpoHi xocta. Haifbinemr nmpocTta cxema aBreHTU(IKAL] 63 30epiraHHs TaEMHOTO KIIF0Ya Ha CTOPOHI XOCTa, sIKa He
nependaydae 3aCTOCyBaHHsI KPUIITOTpagdidHOT MIKPOCXEMH Ha CTOPOHI XOCTa, TAKOXK 3abe3redye MIBUAKUI MPOIeC CHMETPHIHOL
aBTEHTU(]IKaIll, ane Mae BIIHOCHO HEBHCOKY KpPHITOCTIHKICTh, TaK SIK B3a€EMOMiS B CHCTEMi BUKOHYEThCS 0€3 BHIIaIKOBOI
CKJIQI0BOT B KpUHITOrpadiyHNX NMEPEeTBOPEHHSX, IO 3YMOBIIIOE HE3MIHHHMH XapakTep 3aluTiB B CUCTEMi, a OT)K€ MOJKIIHBICTb
KPHUITOAHAII3Yy TMOBIIOMICH. JIJsl MiNBUINECHHS KPUITOCTIHKOCTI I[i€i CXEMH JMOIJIbHE BBEJCHHS B CHUCTEMY BHIIQJIKOBOI
CKJIaJIOBOI B KpUNTOrpadiuHUX MEPETBOPEHHAX Ta BUKOPUCTAHHS J0AATKOBUX MPOLEAYP XCIIyBaHHs 3 HPOMDKHHUM KIIFOUEM, 110
MIPHUBOJUTH K YCKJIAJIHEHHIO CXEMH 32 PaXyHOK IOJBIHHOTO XEIIyBaHHS, ajle 3HAYHO MiABUINYE piBeHb iHPOpMAIiifHOI Oe3meKu
By31iB loT. 3aBaHTa)keHHS POTPAMHOTO 3a0E3MEUEHHS B CHCTEMI pealli3yeThes 3a TOMOMOTOI0 TAEMHUX KIFOUiB MIH(PYBaHHSI
Ta aBTeHTH(IKaIil, sIKi 30epirafoTbesl MOCTIHHO B 3aXHMIICHOI €HEProHe3aJeKHOI maM’ sTi KpUNTOrpadidHuX MIKpOCXEM BY3IIiB
IoT. Ilpn mpoMy ceaHcoBi Kiro4i mmppyBaHHS KOy MiKpomporpamu ado i posmmgppyBaHHS (GOPMYIOTBCS BIANOBITHO Ha
CTOpOHI KITieHTa i XocTa. Llel minxix no3BosIsie CTBOPIOBATH YHIKaIbHI 3aBaHTAKEHHS OPUTIHATY KOAY MIKPOIpOrpaM (JOAaTKy)
LUIIXOM HEJOIYLIeHHsS OTPUMAaHHS KPHITOAHAIITHKaMU ii 00pa3iB i anroputMmiB. OcoOnuBicTIO cXeMH 0OMiHY CHMETPUYHHMHU
CEaHCOBMMH KIIOYaMH IIH(PYBaHHsS MOBIIOMIICHb € BUKOPHCTaHHS Ta€EMHOTO KJIIOYa, IO 30epiraeTbesi Ha CTOPOHI XocTa i
KJTI€HTA; BU3HAYCHHS CEaHCOBOTO KIII0Ya BUKOHYETBCS SIK PE3YJIBTAT XCIIYBaHHS BUIIJKOBOTO YHCIIa 3 TAEMHHUM KITFOYEM, TOOTO
00MiH ceaHCOBHM KITIOYEM BHKOHYETHCS B 3amIi(poBaHOMY O€3MeUHOMY BUTIISAII.

KnouoBi cmoBa: iHTepHer peueil; kibepOesrneka; cuMeTpudHa KpunTorpadis; KpUNTOABTEHTU(]IKAIlisS; alrOpUTMH
mupyBaHHs; KpunTorpadiuyHi MiKpOCXeMH; MIKPOKOHTPOJIEPH; MiKpOaKCceIepaTopy; TyMaHyi Ta XMapHi OOYHCIICHHS.

IMoTeHnuaILHOE MPUMeHeHHe aNMAPATHO-3aUIeHHBIX MHKPOCXeM CHMMeTPHYHOI ayTeHTH(PHKAIHH
1J1 odecnedyeHus: 6e30NMACHOCTH HHTEPHET Bellei

I1. C. Knumymun, T. H. Consnuk, T. I1. Konecunuk, A. A. Moxaes

AHHoTanus. Ieablo paboTsl SBISETCS, ONPEEIICHHE OCHOBHBIX CXEM M UX XapaKTEPUCTHUK JULs 0OecriedeH st 0e30IacHOCTH
Y3JI0B MHTEPHET Belllel C MCIOIb30BaHNEM KPHITOrpadhIeCKUX MHUKPOCXEM CHMMETPUYHO# ayTeHTU(UKauy. Pe3yabTaTsl paboThl,
TOJTyYEHHBIE METOIOM CTPYKTYPHO-(DYHKIIMOHAIBHOTO MPOSKTUPOBAHMSI, MPEJICTABIIIIOT OO0 MOTEHIINAIBHO BO3MOYKHBIE BAPUAHTHI
MPUMEHEHHsT KPUITOMUKPOCXEM CHMMETPHYHOH ayTeHTH(HKALMU Uil OOCSCIeYeHUs 3alluThl Y3JI0B HMHTEPHET Belled. AHamu3
(YHKIMOHMPOBAHHS NPEJICTABICHHBIX CXEM MO3BOJIWI CHOPMUPOBATH CIEAYIONHe BHIBOABI. Cxema ayTeHTU(HKALMU C XpaHSeHHEM
CEKPETHOT'O KIIF0Ya Ha CTOPOHE XOCTa 00eCTieYnBaeT OBICTPHIA MPOIECC CAMMETPHYHON ayTeHTU(UKALINN, HO TPpeOyeT 3allUIICHHOTO
XpaHEHHsl CeKpEeTHOro KJro4Ya Ha CTopoHe Xocra. Hambonee mpocras cxema ayTeHTH(MKaMK 6e3 XpaHeHHs CEKPETHOTo KIIoyYa Ha
CTOpPOHE XOCTa, KOTOpasi He MPEe/ronaracT NpHMEHEHHe KPUITOrpaduueckoil MUKPOCXeMbl Ha CTOPOHE XOCTa, TaKkke 00eCredrBaeT
OBICTPBIIl MPOLECC CHMMETPHYHOW ayTeHTH(MKAIMH, HO HWMEET OTHOCHTENBHO HEBBICOKYI) KPHIITOCTOWKOCTh, TaK Kak
B3aMMOJICHCTBHE B CUCTEME BBIIIOJIHSETCS O€3 CITyH4aiHOM COCTABIAIOIIEH B KpUNITOrpaMuECKUX PeoOpasoBaHUAX, YTO MPeIoaraeT
HEM3MEHHBIH XapakTep 3alpocoB B CHCTEME, @, CIICAOBATENHHO, BO3MOXKHOCTh KPHITOAHAIM3a COOOMIeHWI. [ MOBBIIIEHHS
KPHUIITOCTOMKOCTH TAKOH CXEeMBbI 1IeJIecOO0pa3HbIM BBEICHHE B CHUCTEMY B3aMMOJCHCTBHS CIIy4ailHOW COCTaBifOIIeH B
Kpl/ll'ITOl"pa(bl/I'-leCKl/IX npeo6pa3033Hm[x U UCTIOJIB30BaHUE JOIOJIHUTEIIBHBIX MPOLEAYP XCIIUPOBAHUA C IIPOMEKYTOUYHBIM KIIFOUOM,
YTO TPUBOIUT K YCIOXKHEHHIO CXEMBI 32 CYET JBOMHOTO XCIIMPOBAHMS, HO 3HAYMTENHHO MOBBIIIACT YPOBEHb WH(OPMAIMOHHON
Oe3omacHocTi y3moB loT. 3arpyska HporpaMMHOrO OOECHEUeHHS B CHCTEME pEaM3yeTcss C IIOMOIIBI0 CEKPeTHBIX Kimodeit
mu(poBaHUs U ayTeHTH(HUKAIMHN, KOTOPBIC XPAHATCS TOCTOSHHO B 3aIMIIEHHON SHEPrOHE3aBHCHMOI MAMATH KPHITOrpadHIecKux
mukpocxeM y31oB [oT. TIpu 3TOM ceaHCOBBbIE KIFOUYM IHM(POBAHMS KOJd MHUKPOHPOrPAaMMBI HIM €€ pacin(poBKH GOpMUPYIOTCS
COOTBETCTBEHHO HAa CTOPOHE KIMEHTa M XOCTa. JTOT MOJXOJ IO3BOJSAET CO3[aBaTh YHHKAJIbHBIE 3arpy3KM OpHIMHANA KOZAA
MUKPOTpOrpaMM (MPUJIOKEHHS) MyTeM HENOIYIISHHs TOMy4YeHUs KPUITOAHAJIUTHKAMU ee 00pa3oB U anropuTMoB. OCOOCHHOCTHIO
cXeMbl OOMEHa CHMMETPHYHBIMH CEaHCOBBIMH KJIFOUYaMH MIM(POBaHMS COOOLICHUH SIBJISIOTCS: MCIOJIb30BAaHHE CEKPETHOTO KIFOYa,
XpaHSILErocss Ha CTOPOHE XOCTa U KIIMEHTa; ONPE/ICICHUE CEaHCOBOTO KITI0YA BBIIOIHACTCS KaK Pe3yJIbTaT XeINPOBAHUS CITy4aliHOTO
YHUCITa C CEKPETHBIM KIIFOYOM, TO €CTh 0OMEH CEaHCOBBIM KIIFOYOM BBITIOJHACTCS B 3alIH(POBAHHOM GE30I1aCHOM BHIE.

KnwueBble ciloBa: nHTEpHET Belleil; knOepOe30macHOCTh; CHMMETPHUYHAs KpunTorpadus; KpUIIToayTeHTHGUKaLus;
ITOPUTMBI  IIM(POBAHKSA, KPUNTOrpadUueckue MHKPOCXEMBI, MHKPOKOHTPOJUIEPBI; MHKPOAKCEIepaTopbl; TyMaHHbIE H
00J1a4HbIC BEIYUCICHHUS.
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